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Column 1-2 should be completed by the Contracting Authority
Column 3-4 should be completed by the tenderer
Column 5 is reserved for the evaluation committee 
Annex III - the Contractor's technical offer
The tenderers are requested to complete the template on the next pages: 
· Column 2 is completed by the Contracting Authority shows the required specifications (not to be modified by the tenderer), 
· Column 3 is to be filled in by the tenderer and must detail what is offered (for example the words “compliant” or “yes” are not sufficient)  
· Column 4 allows the tenderer to make comments on its proposed supply and to make eventual references to the documentation

The eventual documentation supplied should clearly indicate (highlight, mark) the models offered and the options included, if any, so that the evaluators can see the exact configuration. Offers that do not permit to identify precisely the models and the specifications may be rejected by the evaluation committee.
The offer must be clear enough to allow the evaluators to make an easy comparison between the requested specifications and the offered specifications.

LOT 1: Software Solution and ICT equipment for the State Aid System of Bosnia and Herzegovina


The purpose of this Lot 1 is to deliver adequate software solution for the state aid notification and reporting system in Bosnia and Herzegovina and adequate ICT equipment needed to ensure smooth running of such a system. State Aid Information System must provide support for the work of the Sate Aid Council in accordance with the Law on State Aid System in BiH with related bylaws.

Pursuant to the Law on State Aid System in BiH, the following stakeholders should use the State Aid Information System:

· The State Aid Council (the Council), established in 2012, is a public institution with a seat in East Sarajevo responsible for ensuring the consistent application of the State Aid Law at the territory of Bosnia and Herzegovina. The Council is comprised of eight members: three representatives appointed by the Council of Minister of BiH, two representatives appointed by the Government of Republika Srpska, two representatives appointed by the Government of the Federation of BiH, one representatives appointed by the Government of Brčko District BiH. 
· The Secretariat to the State Aid Council (the Secretariat) that performs organizational, technical and administrative affairs and tasks necessary for the work of the Council and coordinates its work. It currently consists of 5 employees, including the Head of the Secretariat.
· Implementing Authorities (IAs) that also support the Council in its work, by collecting and processing data on the state aid applications. IAs are as follows: within the Council of Ministers BiH - MOFTER, within the Government of Republika Srpska – Ministry of Finance RS, within the Government of the Federation BiH – Ministry of Finance FBiH and within the Government of Brčko District – Finance Directorate of Brčko District BiH. In majority of IAs there are civil servants assigned with the tasks of an implementing authority.
· State aid grantors that submit notifications and reports to implementing authorities on all existing state aid programs. State aid grantors are: Bosnia and Herzegovina, Federation of BiH, Republika Srpska, Brčko District BiH, cantonal, city and municipal administrations though authorized legal entities, and any legal entity that grants or administers state aid.

The State Aid Information System must automatize business processes of state aid granting, control and use, approval and recovery of unlawful state aid, state aid inventory and state aid reporting. It must be a modern web based IT system with rigorous access rights, so that all users, such as state aid grantors, IAs, the Secretariat and the Council, can access only those data that are legally allowed.

Pursuant to the Law on State Aid System in BiH, the state aid grantors fill and submit application/notification/reporting forms to IAs. IAs review application/notification/report form submitted, is authorized to return the form to the grantor for corrections, and at the end make an opinion on state aid, the type etc. The application with the opinion is then forwarded to the Council through the Secretariat. The Secretariat prepares material and the Council has the exclusive competence to approve state aid programs/schemes, to decide on the recovery of unlawfully granted state aid, to establish and manage the state aid inventory. The contractor needs to completely configure and develop or customize electronic workflows to fully support those business processes for all participants in the process as explained in more details in the Item 1.19 and in the Annexes 1-4.


Figure no. 1
Figure no. 2


The State Aid Information System is envisioned as an integrated system consisting of a primary site to be located at the Data Centre of the Council of Ministers of Bosnia and Herzegovina and mirror disaster recovery site that will be placed at the Data Centre of the Government of Republika Srpska. 

The primary site is the main production site and its architecture is depicted in Figure no. 1. 

Access to the environment is via a VPN (over the general Internet). The Internet service provider (ISP) will provide Internet connectivity to the primary site (which may be resilient). The firewalls are used to terminate VPN connections, to detect and prevent intrusion and to allow authorised traffic through to servers in the de-militarized zone (DMZ). Two powerful servers in a cluster run various virtual machines behind a firewall. Front-End Web server handles presentation and resides in the DMZ (allowing external access), while Application server contains business logic and processes and resides in the secure zone. Two more servers in a cluster are planned to run the RDBMS and they are connected to the storage system through the optical switch, all residing in the secure zone. The remainder of the virtual servers (Authentication, PKI, Proxy and other) and a backup server are ancillary to the primary server environment and reside in the secure zone too.

Redundancy disaster recovery site that enables recovery of database, vital technology infrastructure and systems following a natural or human-induced disaster is depicted in Figure no. 2. Disaster recovery site should allow seamless business continuation for the beneficiaries without data loss. This site is envisioned to be similar to the primary site with only difference that RDBMS is not running in a cluster, but on one server with sufficient hard disk space instead of storage. The backup server is not envisioned on this site either.  



The Contractor needs to deliver all specified equipment and software, including perpetual licences for any required third-party software such as RDBMS, document management system, documents capture software, collaboration software or similar. All hardware and software delivered must be mutually compatible. The Contractor further needs to set up infrastructure as depicted in the figures above, and install, customize and/or develop, configure, integrate, test and made fully operational the State Aid Information System for minimum 500 users of the system at the primary site with backup and disaster recovery site that can take over full performance as soon as primary site is unavailable. The Contractor needs to document the implemented system through system, user and technical documents including database structure and deliver source code for any custom components developed or customized for the purpose of extending, modifying or replacing functionality provided by the software including but not limited to custom database structures, dictionaries, definitions, program source files, and any other custom symbolic representations which are necessary for the compilation, execution, and subsequent maintenance of the system. All documentation should be available in digital format and written in one of the official languages used in Bosnia and Herzegovina. Also, the Contractor needs to provide a minimum of 10 (ten) days of training for the IT administrators and technical staff that should include “on site” training engaging them during the whole system installation, customization and configuration and a minimum of 1 (one) day of training for usage of the implemented system to a minimum 300 system users that should include practical training on live system. In addition, the contractor should also deliver and make operational an e-Learning platform to enable Secretariat/IAs to deliver training courses online to grantors when needed and should additionally develop a comprehensive online training course for usage of the Software Solution for the State Aid System of Bosnia and Herzegovina that includes interactive demos, online videos, step by step guide and similar.
It is tenderer’s sole responsibility to provide facilities, equipment and resources for trainings of 300 system users.
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The complete system must be operational with training provided within 10 months after the Commencement order. The Contracting Authority will sign the provisional acceptance of the whole system when all requested deliverables are delivered and the system works in line with the required functionalities.

After the provisional acceptance, the Contractor needs to provide one-year on-site support for system maintenance, working hours from 9:00 to 17:30, 5 days/week and including:

· Delivery of new versions and support for all software user licenses. 
· Corrective maintenance – costs due to modifying software to correct issues discovered after initial deployment.
· Adaptive maintenance – costs due to modifying a software solution to allow it to remain effective in a changing business environment.
· Perfective maintenance – costs due to improving or enhancing a software solution to improve overall performance.
· Enhancements – costs due to continuing innovations.

There also must be a fault reporting process whereby faults are categorized into the following categories:

	Category
	Description
	Response/Fix time

	A
	Catastrophic failure whereby the system is unable to support business processes.
	2 hours/12 hours

	B
	Serious failure, but the system can still be used to support business processes. This may also be a Category A problem, but with a documented workaround.
	2 hours/5 days

	C
	A non-serious problem that does not affect business processes.
	2 hours/10 days



During this period, the Contractor will provide full time support in the form of consultation, assistance and advice. The Contractor shall provide the guarantee that the systems will work in line with the required functionalities and during the maintenance period any corrections of error in the system will be made free of charge by the Contractor.
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Item Number
	2.
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Evaluation Committee’s notes 

	1.1
QTY:
4
	Server for virtualization

Rack mount server
Form factor: 2U max
Processor:  
Minimum 2 processors, Passmark CPU Mark 20000 or higher each, with minimum 14 cores each
Memory:
128GB or more DDR4 RAM upgradable to min 1,5TB
Memory Protection:
ECC
HDD:
Minimum 4x300GB 10K SAS 2,5”
HDD Controllers:
Min 8 ports SAS/SATA RAID controller(s) supporting RAID 0, 1, 5, 6, 10, 50
Connectivity:
·    Minimum four 10/100/1000 ports;
·    Minimum one 10/100 management port;
·    Support for iSCSI;
·    Minimum dual port FiberChannel 16Gbps HBA;
Remote management:
·    Embedded server management technology
Ports and expansion:
·    Video VGA
·    Min 4xUSB 2.0 ports and min 5xUSB 3.0 ports
·    Serial console port(s)
·    At least 3 PCI 3.0x8 and 3 PCIe 3.0x16 slots available
Fan:
·    Min 5 redundant fans
Power supply:
·    Redundant PSU
·    Hot plug functionality
·    Min 2 power supply module
Miscellaneous:
·    DVD ROM
·    Rack mount kit for symmetrical rack
OS:
Server operating system
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.2
QTY:
3
	Database Server

Rack mount server
Form factor: 4U max
Processor:  
Minimum 4 processors, Passmark CPU Mark 17000 or higher each, with minimum 14 cores each
Memory:
128GB or more DDR4 RAM upgradable to min 6TB
Memory Protection:
ECC
HDD:
Minimum 4x300GB 10K SAS 2,5”
Controllers:
RAID controller(s) supporting RAID 0, 1, 5, 6, 10
Connectivity:
·    Minimum four 10/100/1000 ports;
·    Minimum one 10/100 management port;
·    Minimum two 10Gbit/s Ethernet port; 
·    Support for iSCSI;
·    Minimum dual port FiberChannel 16Gbps HBA;
Remote management:
Embedded server management technology
Ports and expansion:
·    Video, USB 2.0 ports and serial console port(s)
·    At least 9 PCIe Gen 3.0x8 and 2 PCIe 3.0x16 slots available
Fan:
·    Min 8 redundant fans
Power supply:
·    Redundant PSU
·    Hot plug functionality
·    Min 4 power supply module
Miscellaneous:
·    DVD ROM
·    Rack mount kit for symmetrical rack
OS:
Server operating system
RDBMS to support items 1.18 and 1.19:
Without limits - Operating System maximum
Failover Cluster Instances support, Always availability support, Database mirroring, Log Shipping, Database snapshot, Encrypted Backup
Multi-instance support, Table and index partitioning, Data compression, In-Memory OLTP
Fine Grained Auditing, Encryption for Backups, Transparent database encryption, User-Defined Roles, Enhanced separation of duty, Encryption Key Management
Support for structured, unstructured and complex data types
Support for industry standard APIs (ADO.NET, ODBC, JDBC, PDO, and ADO) 
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.3
QTY:
1
	Backup Server 

Rack mount server
Form factor: 2U max
Processor:  
Minimum 2 processors, Passmark CPU Mark 20000 or higher each, with minimum 14 cores each
Memory:
128GB or more DDR4 RAM up to min 1.5TB
Memory Protection:
ECC
HDD:
Minimum 4x300GB 10K SAS 2.5“
Controllers:
RAID controller(s) supporting RAID 0, 1, 5, 6, 10
Connectivity:
·    Minimum two 10/100/1000 ports;
·    Minimum one 10/100 management port;
·    Minimum two 10Gbit/s Ethernet port;
·    Support for iSCSI;
·    Minimum dual port FiberChannel 16Gbps HBA;
·    SAS controller (support for Backup tape connection)
Remote management:
Embedded server management technology
Ports and expansion:
·    Video VGA
·    Min 2xUSB ports
·    Serial console port(s)
    ·   At least 2 PCIe slots 
Fan:
·    Min 5 redundant fans
Power supply:
·    Redundant PSU
·    Hot plug functionality
·    Min 2 power supply module
Miscellaneous:
·    DVD ROM
·    Rack mount kit for symmetrical rack
·    Supported installation internal LTO drive
OS:
Server operating system
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.4
QTY:
1
	GBE Switch

Rack mount: 1U
Standard ports:
Minimum 24x1GbE RJ45 auto-sensing
10/100/1000BASE-T 
IEEE 802. IQ VLAN Trunking
Unicast routes min 11000
IP unicast routing protocol (RIPv1 RIPv2, RIPng) and static routing
OSPF for routed access
Switching Fabric: 160Gbps min
DRAM: 256 MB min
Flash Memory: 64MB min
Forwarding Rate: 65.5 mpps min
AC power supply 240V/50Hz
Management:
Web
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.5
QTY:
1
	Storage system Primary Site

Type of storage:
External dual Controller storage system rack-mount
Case Rack mount 19" with rails
Support for 2.5” and 3.5” disk drives
Support for mixed 2.5” and 3.5” drive enclosures in same storage system
Support for high density drive enclosures
HDD:
Total HDD data capacity (after RAID 10) minimum 6TB SAS (with 10k SAS disk drives)
Minimum 6TB data capacity with SSD disk drives
HDD hot-swapping
Type of RAID:
RAID capabilities (RAID 0,1,5,6,10,50)
Interface:
Minimum four FC 8Gbps ports (minimum two ports per controller)
Management:
Centralized maintenance console
Virtualization supported
Interconnectivity:
Interconnected with min 2 servers 
Cache memory:
Minimum 16 GB cache memory (minimum 8 GB per each storage controller), 
Advanced Features:
Thin Provisioning for all supported storage capacity (license for this feature must be included)
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.6
QTY:
1
	Storage system DR Site

Type of storage:
External dual Controller storage system rack-mount
Case Rack mount 19" with rails
Support for 2.5” and 3.5” disk drives
Support for mixed 2.5” and 3.5” drive enclosures in same storage system
Support for high density drive enclosures
HDD:
Total HDD data capacity (after RAID 10) minimum 6TB SAS (with 10k SAS disk drives)
HDD hot-swapping
Type of RAID:
RAID capabilities (RAID 0,1,5,6,10,50)
Interface:
Minimum four FC 8Gbps ports (minimum two ports per controller)
Management:
Centralized maintenance console
Virtualization supported
Interconnectivity:
Interconnected with min 2 servers 
Cache memory:
Minimum 16 GB cache memory (minimum 8 GB per each storage controller), 
Advanced Features:
Thin Provisioning for all supported storage capacity (license for this feature must be included)
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.7
QTY:
1
	KVM Switch

Type of switch:
8-port USB/PS2 Combo KVMP Switch
Cables:
8x 3m USB KVM Cable
Console Cable
Firmware Upgrade Cable
Rack assembling tool:
Standard Rack Mounting Kit
Grounding Wire
Power Adapter
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.8
QTY:
1
	KVM Monitor
                              
Panel type:
1U rack console with min 17" LCD panel 
HID:
Combo interface either PS/2 or USB input to the LCD drawer
Keyboard with either touchpad or trackball
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.9
QTY:
2
	UPS – DR Site
       
Enclosure Type:
Rack 19"
Outputs:
Output Power Capacity minimum 4250 Watts / 5 kVA
Nominal output voltage: 230V
Output voltage distortion: less than 2% 
Efficiency at full load: min 91%
Output Frequency: 50/60 Hz +/- 3Hz max
Other Output Voltages: 240
Crest Factor: 3:1
Topology: Double Conversion Online 
Waveform Type: Sine wave
Output connections: min 2x NEMA L6-20R and min 2x NEMA L6-30R
Bypass: Internal Bypass
Inputs: 
Nominal input Voltages: 230V 
Input Frequency: 40-70 Hz Auto sensing
Input Connections: min 1x NEMA l6-30P
Input voltage min range for main operations: 160-275V
Other input voltages: 220, 240
Input Total Harmonic Distortion: Less then 7% for full load
Communication interfaces:
USB 2.0, LAN RJ45 
Accessories:
Support software; Rack Mounting support rails
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.10
QTY:
2
	Equipment/Server Rack

19” rack
Rack units
42U
Accessories:
Rack cooling
Rack PDU 230V, min 10 IEC 320 C13 outputs
Cable management
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.11
QTY:
4
	Storage Area Network Switch

Architecture:
Fibre Channel Switch
Performance:
Speed minimum 16GBps
[bookmark: h.30j0zll]Fibre Channel Ports:
Minimum 24 ports, universal (E, F, M, FL or N)
Management port:
Yes
Cables:
5m FC duplex Fibre Channel cables for all active ports
FC interfaces
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
	
	
	

	1.12
QTY:
1
	Firewall DR Site

Secure Connectivity & Features:
· IPSec VPN connectivity
· Multiple VPN clients
· Anti-malware and Messaging Security
· Web Filtering
· Network Access Control (NAC)
FW throughput:
Minimum 2 Gbps
VPN throughput:
Minimum 1.2 Gbps
Concurrent Firewall Connections:
Minimum 40000
Interface: 
8 ports minimum
WAN port
10/100
Management port:
Yes
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
Miscellaneous:
Installed software must include all needed licenses.
	
	
	

	1.13
QTY:
1
	Firewall 1 Primary Site

Secure Connectivity & Features:
Policy-Based NAT, User Group-Based Authentication, SIP/H.323 NAT Traversal.
Virtual Private Network (VPN): IPSec and SSL, Dedicated Tunnels, DES, 3DES, and AES Encryption Support, SHA-1/MD5 Authentication, Hub and Spoke VPN Support, IKE Certificate Authentication, IPSec NAT Traversal, Dead Peer Detection, Traffic Shaping: Policy-based Traffic Shaping, Differentiated Services (DiffServ) Support, Guarantee/Max/Priority Bandwidth, Application traffic shaping. Networking/Routing: Multiple WAN Link Support, Policy-Based Routing, Management/Administration Options: Console Interface, WebUI (HTTP/HTTPS), Telnet/Secure Command Shell (SSH), Role-Based Administration Multiple Administrators and User Levels. High Availability (HA): Active-Active, Active-Passive, Stateful Failover (FW and VPN), OS Features: Advanced Threat Protection, Per-Device Security Policies, Enterprise-class Firewall, VPN - IPSec and SSL, SSL-encrypted Traffic Inspection, Antivirus/Antispyware, Antispam, Intrusion Prevention System (IPS), Web Filtering, Application Control, Endpoint Network Access Control (NAC), Monitoring, Logging and Reporting, Central Management.
FW throughput:
Minimum 7 Gbps
VPN throughput:
Minimum 7 Gbps
IPS throughput:
Minimum 2 Gbps
Concurrent Sessions:
Minimum 3 Million
Management port:
Yes
Internal storage:
Min 120GB
Interface: 
1Gbps x 8 ports minimum 
Training:
Provide an official training in one of the official languages used in Bosnia and Herzegovina for up to 2 technical staff and administrators.
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
Miscellaneous:
Installed software must include all needed licenses. 
Firewall 1 Primary Site and Firewall 2 Primary Site must be from the same manufacturer.
	
	
	

	1.14
QTY:
8
	Firewall 2 Primary Site

Secure Connectivity & Features:
Policy-Based NAT, VLAN Tagging (802.1Q), User Group-Based Authentication, Virtual Private Network (VPN): IPSec and SSL, Dedicated Tunnels, DES, 3DES, and AES Encryption Support, SHA-1/MD5 Authentication, Hub and Spoke VPN Support, IKE Certificate Authentication, IPSec NAT Traversal, Traffic Shaping: Policy-based Traffic Shaping, Guarantee/Max/Priority Bandwidth, Application traffic shaping. Networking/Routing: Multiple WAN Link Support, PPPoE Support, DHCP Server, Policy-Based Routing, Management/Administration Options: Console Interface, WebUI (HTTP/HTTPS), Telnet / Secure Command Shell (SSH), Role-Based Administration Multiple Administrators and User Levels. High Availability (HA): Active-Active, Active-Passive, Stateful Failover (FW and VPN), OS Features: Advanced Threat Protection, Per-Device Security Policies, VPN - IPSec and SSL, SSL-encrypted Traffic Inspection, Antivirus / Antispyware, Antispam, Intrusion Prevention System (IPS), Web Filtering, Application Control, Endpoint Network Access Control (NAC), Monitoring, Logging and Reporting, Central Management
FW throughput:
Minimum 750 Mbps
VPN throughput:
Minimum 100 Mbps
IPS throughput:
Minimum 100 Mbps
Concurrent Sessions:
Minimum 50000
WIFI integrated:
Minimum 802.11b/g/n
Management port:
Yes
Interface: 
1Gbps x 8 ports minimum 
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
Miscellaneous:
Installed software must include all needed licenses. 
Firewall 1 Primary Site and Firewall 2 Primary Site must be from the same manufacturer.
	
	
	

	1.15
QTY:
1
	Web Application Firewall
Reverse Proxy, Monitoring: SQL Injection, Cross Site Scripting, Anti web Defacement, Data Leak Prevention, support for HTTP, PCI DSS, HTTPS RFC.
Application delivery: Application Aware Load Balancing, SSL Offload, Data Compression
Protection: Cross Site Scripting, SQL Injection, Session Hijacking, Cookie Tampering/Poisoning, Cross Site Request Forgery, Command injection, Remote File Inclusion, Forms Tampering, Hidden Field Manipulation, Outbound Data Leakage, HTTP Request Smuggling, Remote File Inclusion, Encoding Attacks, Broken Access Control, Search Engine, Hacking, Brute Force Login, Access Rate Control, Schema Poisoning, XML Parameter Tampering, XML, Intrusion Prevention, External Entity Attack, Buffer Overflows, Denial of Service. Support for LDAP (Active Directory)
Technical spec: 
HDD storage
Min. 4x 10/100/1000 ports, 
Max 2U Form Factor, 
Min 100 Mbps Throughput, 
Min. 10,000 HTTP transactions per second, 
HA support Active/Passive, Unlimited Application licenses.
Training:
Provide an official training in one of the official languages used in Bosnia and Herzegovina for up to 2 technical staff and administrators.
Installation and configuration with testing:
Full installation and configuration with testing
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
Miscellaneous:
Installed software must include all needed licenses. 
	
	
	

	1.16
QTY:
125
	PC (for grantors and IAs)

Processor:  
Passmark CPU Mark 4800 or higher
Memory:
8 GB or more compatible RAM
HDD:
Minimum 500GB, SATA
Networking:
Ethernet
Ports:
Minimum 1 HD port for external connection (HDMI or DVI or equivalent)
Minimum 3 USB ports, at least one USB 3
1 headphone/microphone combo
Optical drive:
Integrated DVD multi-burner
Graphics card:
Passmark GC 430 or higher
Monitor:
Minimum 22” monitor, LCD, 1920 min x 1080 min resolution
Keyboard:
Integrated standard BiH/Latin
Mouse:
Integrated
Audio:
Built in speakers
OS:
Preinstalled OS
Warranty:
1-year 
	
	
	

	1.17
QTY:
2
	Software for servers virtualization

Support:
Min. 2 servers with two processors at each site
3-5 virtual servers
Centralized management of virtual environment
Features:
Virtual Machine Live Migration
Live Storage Migration
Shared-Nothing Live Migration
Network Virtualization
Network address translation
Network access protection policies
Integrated High Availability
Cluster-Aware Data Protection
Thin provisioning
Update Manager
Replication
Virtual machine snapshot and volume shadow copy service integration
Full bare-metal restore of virtual machine using backup software
Training:
On site training for 5 x administrators in one of the official languages used in Bosnia and Herzegovina
Installation and configuration with testing:
Full installation on the servers for virtualization (Item 1.1) and configuration with testing 
Warranty:
1-year parts, 1-year labour, 1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
Miscellaneous:
Installed software must include all needed licenses.
	
	
	

	1.18
QTY:
1
	e-Learning Platform

e-Learning platform should enable the Secretariat to deliver training courses on line and should include the following modules:

Application management: Module for application management and settings intended for system administrators.
User management: Module for users and roles management available for system administrators and trainers only.
Lesson: Lesson module, where to find all the materials, resources links, and tasks related to a lesson.
Assignments: Assignments management module.
Forum: Forum module for promoting collaboration among trainees and trainers.
Questions: Question board module, where to post and answer questions concerning courses topics.
Resource: Repository module, where to find useful resources for courses and training activities.
Messaging: Notification and messaging module.
Wiki: Wiki pages module to share contents and information.
Chat: Real time analysis of topics. 
Shared synchronous resources: Sharing of a teacher’s or student’s screen (for example, the teacher demonstrates how to do something) or sharing of software programs. Access to file systems and databanks. Uploading and downloading of documents (organised in folders, for example) created by teachers or students. 
Organisation tools: Support systems for teaching organisation (shared calendars, syllabi, frequently asked questions, information). Support systems for group processes (for managing projects, monitoring, decision making, polls, etc.). 
Audio/video conferencing: Virtual class lesson or seminar discussions. Usually these tools integrate the possibility of sharing material (for example, PowerPoint slides) and of managing the class through requests to speak (raising a hand and passing the microphone).

General system requirements:
· Robust and high performance;
· Web based technologies;
· Installed on servers located on the premises;
· Promoting collaboration between trainees and trainers;
· The system must provide performance for minimum 500 designated users with no restrictions on the increased number of users;
· Storing multimedia contents in a resource repository;
· Providing training auxiliary tools such as forums, internal chats, calendars;
· Providing an interface to Document Management System in order to transfer contents and documents between those systems;
· Enabling system and e-mail notification;
· Support for information sharing technologies such as Wiki Newsfeed, Atom, RSS, etc.;
· Full user logging and tracking;
· Provided with proper backup and restore functionalities.
· Support for SSL certificates and TLS.
· Allowing import/export multiple choices questions, in different formats such as: IMS QTI (IMS Question and Test Interoperability specification), XML and XHTML;
· SCORM compliant
· Tin Can support
· IMS support
· All the content and course material shall be stored in a single centralized server;
· All the application data shall be stored on a single database.
· Support for interactive learning objects and any other digital learning resource according to the principles of granularity, interoperability and adaptability.

Functional requirements

The e-Learning management platform shall allow administrators:
· Accessing the system web-interface via a secure login form;
· Creating and deleting system users;
· Creating, modifying and deleting system roles and user groups;
· Uploading, downloading and deleting documents, files and other multimedia objects;
· Accessing and altering the global and specific settings of the application and its modules;
· Customizing the interface appearance and lay-out;
· Inserting or removing options and objects from the interfaces and users’ menus;
· Creating and managing notification to users;
· Performing backup and restore of objects stored in content manager;
· Performing backup and restore of the whole application and all modules;

The e-Learning management platform shall allow registered trainers/instructors:
· Accessing the system web-interface via a secure login;
· Creating, editing and removing Courses;
· Enabling, registering (enrolling), and removing users in a Course;
· Defining Learning Paths for learners;
· Creating, modifying and removing Lessons;
· Creating and defining and assessing Assignments for learners (to be specified with a due date and a maximum grade);
· Creating, modifying and deleting Exercises, Tests and Wrap-up activities;
· Accessing the contents repository;
· Creating different types of forums (trainer-only, course news, open-to-all, one-thread-per-user), starting and closing threads;
· Adding, and deleting Notifications for course enrolled users;
· Content management (audio/video/text);
· Uploading, downloading and deleting documents, files or any other multimedia objects within a course;
· Creating and managing folders and sub-folder to better organize learning contents;
· Accessing and defining the courses Calendar;
· Grouping of students (site level and course level); 
· Accessing learners’ activity reports, displaying learners’ history and details: access to the platform (login/logout timestamp on a daily/weekly/global basis), access to the resources (number of views), status for each learning object, results of test session, percentage success/failure for each single test question);
· Accessing Planning tool to identify skill gaps at departmental and individual level;
· Defining Roles for specific participants for each Course; 
The e-Learning management platform shall allow registered user (learners):
· Self-registration into the platform;
· Accessing the system web-interface via a secure login;
· Accessing to courses Calendar;
· Displaying available Courses;
· Enrolling and un-enrolling in a course;
· Accessing enrolled Courses;
· Accessing available Lessons;
· Accessing and performing Exercises, Tests and Wrap-up activities;
· Displaying, starting, pausing and submitting Assignments;
· Assignments will be stamped with date and time when submitted;
· Entering available forums, submitting questions and replying to threads on various topics;
· Choosing to receive forum thread copies via e-mail;
· Displaying available Notification from Administrators or Trainers;
· Accessing the multimedia materials available for the chosen course;
· Downloading authorized course material such as documents, files or other multimedia objects of a course;
· Displaying learner’s own grades and performance graph, and detailed history; 
· Certification (.pdf and printable)

Installation and configuration with testing:
Full installation and configuration with testing, including design, development and configuration of comprehensive online training course for usage of the Software Solution for the State Aid System of Bosnia and Herzegovina that includes interactive demos, online videos, step by step guide and similar.
Training:
· Provide a minimum of 3 (three) days of training in one of the official languages used in Bosnia and Herzegovina for maintenance of the implemented system to up to 3 technical staff and administrators that should include: “on site” training engaging them during the whole system installation, configuration, customization and testing.
· Provide a minimum of 3 (three) days of training in one of the official languages used in Bosnia and Herzegovina for usage of the implemented system to up to 10 trainers that should include practical training on computer with a live online system.
Documentation:
Document the implemented system through system, user and technical documents. All modules should be presented in the user's instructions with a detailed description of the proper use of each of them. All documentation should be available in digital format and written in one of the official languages used in Bosnia and Herzegovina.
Warranty:
1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
Miscellaneous:
Installed software must include all needed licenses. 
	
	
	

	1.19
QTY:
1
	Software Solution for the State Aid System of Bosnia and Herzegovina

State Aid Information System must provide support for the work of the Sate Aid Council in accordance with the Law on State Aid System in BiH with related bylaws.

General specifications of the system:

· Multi-layered system that allows separation of the levels at which the data is stored, the levels of process logics and user interface levels;
· Modular system, with multi-user access and a relational database, easy to upgrade and open for customization for any new business functions and internal processes;
· User-friendly system that is easy to understand the operations with rapid acceptance and minimal training costs;
· System must provide for prefilling of all known data in the forms and avoid duplicate entries. 
· Transparent system ensuring: receipt of a delivery notice of successful completion of the process step online, progress tracking where it is clear how much of the process step are accomplished and how much of it still remains to be done, ability to save work done as a draft and return to it at another moment in time, prefilling of known data, etc. 
· The system must provide performance for minimum 500 designated users with no restrictions on the increased number of users;
· Availability and complete functionality in work for any authenticated and authorized user;
· Web user interface and compatibility with standard web browsers - the presentation layer must be implemented using web-based standards and specifications;
· Easily configurable user interface;
· Multi-lingual system providing support for all three official languages ​​of BiH and two scripts;
· Technologically independent system in accordance with the standards of open systems, to effectively connect with other information systems and to effectively share the necessary information and documents: the system must have an application programming interface (API) for integration with other information systems;
· Support for web services;
· The system must enable integration with software components for scanning and document capture;
· Support for PKI digital signing of documents and records through the user interface and their adequate archiving in accordance with the relevant laws;
· Client certificates shall be issued to the end users. 
· Support for SSL/TLS.
· Support for e-mail and system notifications to provide for informing, warning and reminding the user of the actions done and deadlines for action;
· Safe, reliable and easily accessible for operation in a manner that ensures the integrity of software and data is retained and available only to authenticated and authorized users. The identity of the user must be stamped on all transactions in the system, for example, each command that is carried on should be recorded, specifying what is entered or updated, by whom and when. All reasonable measures must be designed in the system to prevent accidental or deliberate unauthorized access to data contained in the system.  The following minimum needs to be met:
· Identification: All parties accessing the resource are able to identify itself to the system.
· Authentication: They have to be procedure to verify the identity of the accessing party.
· Authorization: Define set of transactions the authenticated party is allowed to perform.
· Integrity: The information is not changed on its way.
· Confidentiality: Nobody is able to read the information on its way
· Auditing: All transactions are recorded.
· Non-repudiation: Both parties are able to provide legal proof to a third party that the sender did send the information, and the receiver received the identical information.
· Widely accepted public standards and industry best practices in design, coding and documentation must to be applied in the system wherever possible/feasible.

Modules of the system: 

1. Documents Management Module providing for receipt, management, storing, protection and view of contents and documents including:

· A central electronic repository of all documents with all relevant metadata;
· Web interface to access documents;
· Document management providing services such as check-in/check-out, creation, versioning, review, delegation/assignment (person responsible, deadline).
· Availability of all documents versions: tracking and checking of document versions created internally;
· Implementation of the locking mechanism when modifying documents, tracking all changes to a document (who, when, what);
· Integration with procedures within the workflow/electronic registry module: possibility that documents in the system can be linked to the specific workflow procedure, but also that all documents created within the workflow can be stored in the system.
· Direct recording of documents from scanners;
· Enrichment of contents by adding meta information (such as ID number, date and time of receipt, creation, modification, sending, archiving, headers, summary and brief descriptions, keywords, parties (the name, address, ID number, date), officers in charge, category, class, type, physical location of a document, etc.), business rules, security policies and collaboration rules;
· E-mail notifications for all standard actions and changes to documents and data.

2. Documents Capture Software Module providing for:

· Unambiguous labelling and digitizing of paper documents;
· Unique identification of the physical documents in the archives;
· Easy handling of documents that contains multiple pages, such as finding, replacing, collection, separation, zooming, sharing, rotation, etc.;
· Full text OCR and creation of searchable PDF files;
· Scanning of the forms (Annex 2, 3 and 4) with automatic data recognition and entry. 
· Document linkage directly with the corresponding cases on the basis of the unambiguous labelling.

3. Electronic Registry Module providing for electronic recording and processing of registry books with all necessary metadata for various registers:

· Keeping records and processing of data on state aid programs/scheme and inventory as a comprehensive list of all types of state aid granted in BiH (subsidies, grants, exemptions, tax reductions or tax exemptions (tax relief), debt write-off or debt take-over, loans, credits with preferential interest rates, small value state aid (de minimis aid)), classified by type, category, amount, duration, government level, legal basis, etc.
· Configure and deploy the following initial registers:
· Register of IAs (name, ID, full address, name of contact person with their contact information such as phone, fax, mail)
· Register of the grantors (name, ID, full address, name of contact person with their contact information such as phone, fax, mail)
· Register of business entities/recipients of state aid. Provide, if possible, the exchange of data with the registers of businesses entities in the FBiH, RS and BD (name, ID, full address, name of contact person with their contact information such as phone, fax, mail, user sector (NACE), the type of beneficiary (small, medium or large company), number of employees, the average value of its operating assets, total annual income, etc.)
· Register of programs/schemes of state aid (meta data should reflect Annex 2)
· Register of consultative opinions of the implementing authorities (IA, date of the opinion, number, place, subject, references to the programs and annexes, opinions and similar)
· Register of the Council’s decisions (date of the decision, number, place, subject, references to the program, schedules, opinions, decisions (is it state aid or not) and similar.
· Register of contracts (date of the contract, grantor, recipient, program, amount, the pace of payments and similar).
· Register of annual reports on awarded aid (meta data should reflect Annex 3)
· Register on de minimis (meta data should reflect the Annex 4 with the implementation of the business rules that the recipient can receive a maximum of 200,000 euros in the last three years, with appropriate red flag notifications) 
4. Workflow Module providing for automation flow of documents and information through the workflow, where work procedures can be determined in detail in relation to their participants and tasks including:

· Procedures for the flow of documents should be mapped into the system, and the system needs to guide users through their activities and tasks;
· Configure and deploy the initial workflows as specified in the Annex 1, from the initiation, collection of documentation and meta data registration, linkage to all related files in the electronic registry, reviewing, defining the duration of each necessary actions for handling and indicating how much time is left to act, setting time lines and the notification of the expiration, preparation of opinions, decisions, notifications etc. as per predefined templates that should be provided through the system and distribution to all participants in the process, monitoring of activities and documents generated during the process, documents dispatching, closing, archiving, etc. 
· All workflows must also provide support for printing of empty forms, their manual paper filling by grantors and IAs, physical sending, scanning and electronic data entry at the Secretariat.
· Automatic generation of unique numbers of applications and reports on the basis of classification label, the institution, the year in which it was instituted, as well as automatic sequential counter. 
· Administration of all required meta data on the application/report, such as:  number, classification code, creation date, type of procedure, status (not started, in the process, waiting, completed), information about the notifying entity, officers in charge, deadlines, related files, etc. 
· Administration of parties involved in the application/report, including all required meta data.
· Administration and referencing of electronic documents from the electronic registry to a particular application/report: scanned paper documents, MS Office documents, PDF documents, emails, images, URL and others. One application/report must have the main document and several attachments to the document with all necessary meta data such as the number, the ordinal number of attachment, date of registration, the name of attachment / document, etc. 
· Mechanisms to create, read, modify and delete applications/reports/notifications. 
· Printing of traces of individual acting (folder sheaths, electronic forms, log books).
· Support for the entry of old applications/reports/notifications opened or closed before the implementation of the system.
· Support for organizing, planning, tracking, monitoring and archiving tasks based on documents: A list of tasks should be intuitive and contain all relevant tasks related to all applications/reports/notifications assigned to the user, automatically sending the notification (via e-mail and through the system) on the deadlines for specific actions.  
· Tracking activities for each applications/reports/notifications: acting officer, status, delays, time spent in each activity / task.
· Support for archiving and easy retrieval of all applications/reports/notifications related information, including transaction history, regardless of applications/reports/notifications status.

5. Reporting and searching module including, as a minimum, the following:

· Reporting module must be directly integrated with other modules, with the possibility of access from a central location and remote locations, with the ability to generate reports for display on screen or print, depending on the access rights of users. 
· Searching cases and documents by all metadata (title, author, type, date of creation, date of modification, date of last access, status, etc.) and display of all available metadata associated to digital format. 
· Indexing and full text search.
· Storing and repeated use of search criteria.
· Reporting Module should be modular and allow the addition of new reports without intervention and participation of suppliers. Users should be able to create their own simple reports defining the parameters of reports and data sources and defining fields with report outputs  (e.g. Report on Open forms, Report on Closed / Pending forms, Aggregated Statistical Review, Report by Officers in Charge etc.). 
· Support for administration, creation, automatic retrieval and filing of meta data, sending, printing and storing of notices, approvals, reports, statements, opinions, decisions and other standard forms.
· Support for advanced analytical reporting and overviews;
· The system must be able to export data from reports in various formats such as Word, PDF, spreadsheet tables and graphical display via a simple key action;
· Support for generating of XML reports.
· Searching must support the use of Boolean logic operators, partial pairing and the use of Wildcard characters.

6. Administration Module should support easy management of taxonomies, users, users rights and workflows including, as a minimum, the following:

· Changes to the application without having to change the background of the code or any additional programming.
· Accessing and altering the global and specific settings of the application and its modules;
· Customizing the interface appearance and lay-out;
· Inserting or removing options and objects from the interfaces and users’ menus;
· Creating and managing notification to users;
· Performing backup and restore of objects stored in content manager;
· Performing backup and restore of the whole application and all modules; 
· Administration of the codebooks.
· Workflow editor as a visual tools to design business process: amending and editing of workflows and adding of new workflows should be possible without an intervention by the supplier and without having special technical and development skills. 
· The ability to define additional data (fields, i.e. metadata) and additional entities (new forms of metadata) for each type of forms.
· The system must support remote authentication, which guarantees the identity of the subjects in their communication with the possibility of local administrator’s setting security parameters, such as:
· Administration of individual permits for access to data and documents, defining of the right to access (to the level of individual records and documents) by users and groups of users.  Creating, modifying and deleting system users, roles and user groups. The rights to view, add, change and delete data and documents need to be differentiated. 
· Administration of passwords and login procedures for the system.
· Possibility of transfer of one’s own rights to another user in case of absence. Period of transferred rights should be limited and thus should have a deadline for expiration, but it is necessary to allow the deletion of previously transferred rights. For transparency, it is necessary to retain transfers of rights in records. 
· Administration of categorization of document security (e.g. public, confidential, secret, top secret) through appropriate labelling or similarly.

7. Help Module should be an integral part of the system that must be:
· Intuitive
· Tailored to the context and situation
· Easy-to-use, 
· Guide for users, explaining every Module/Part of the system in details with the instructions on its proper usage.

Installation and configuration with testing:
Full installation, configuration and development and/or customization with testing.
Training:
· Provide a minimum of 10 (ten) days of training in one of the official languages used in Bosnia and Herzegovina for maintenance of the implemented system to up to 10 technical staff and administrators that should include: “on site” training engaging them during the whole system installation, configuration, customization and testing.
· Provide a minimum of 1 (one) day of training in one of the official languages used in Bosnia and Herzegovina for usage of the implemented system to up to 300 system users that should include practical training on computer with a live online system. A series of training sessions should be held in Banja Luka, Mostar, Sarajevo and Brcko with maximum 20 participants per sessions. Each participant should have a computer to practice on live system.
Documentation:
· Document the implemented system through system, user and technical documents including database structure. All modules should be presented in the user's instructions with a detailed description of the proper use of each of them. All documentation should be available in digital format and written in one of the official languages used in Bosnia and Herzegovina. 
· Deliver source code for any custom components developed or customized for the purpose of extending, modifying or replacing functionality provided by the software including but not limited to custom database structures, dictionaries, definitions, program source files, and any other custom symbolic representations which are necessary for the compilation, execution, and subsequent maintenance of the system.
Warranty:
1-year on-site support
Maximum response time: 1 business day
Maximum time for repair: 3 business days
Miscellaneous:
Installed software must provide support for minimum 500 users, including licences for any required third-party software such as RDBMS, documents capture software, document management software, workflow editor, collaboration software or similar. 
	

	
	

	1.20
QTY:
1
	Implementation

· Deliver all specified equipment and software with all required perpetual licences.  All hardware and software delivered must be mutually compatible.
· Set up infrastructure as depicted in the figures above, including fully operational primary site with operational backup and disaster recovery site that can immediately take over full performance if primary site is unavailable. 
· Install and configure e-Learning platform  – Item 1.18 on the infrastructure.
· Install and configure Software Solution for the State Aid System of Bosnia and Herzegovina – Item 1.19 on the infrastructure.
· Integrate all components within the infrastructure, test and made operational all, including full configuration of disaster recovery site and backup for database(s) and application(s). 
	
	
	

	1.21
QTY:
1
	Maintenance and support

One-year full time on-site support in the form of consultation, assistance and advice for all systems maintenance (for all of the above), working hours from 9:00 to 17:30, 5 days/week and including:

· Delivery of new versions and support for all software user licenses. 
· Corrective maintenance – costs due to modifying software to correct issues discovered after initial deployment.
· Adaptive maintenance – costs due to modifying a software solution to allow it to remain effective in a changing business environment.
· Perfective maintenance – costs due to improving or enhancing a software solution to improve overall performance.
· Enhancements – costs due to continuing innovations.

There also must be a fault reporting process whereby faults are categorized into the following categories:

	Category
	Description
	Response/Fix time

	A
	Catastrophic failure whereby the system is unable to support business processes.
	2 hours/12 hours

	B
	Serious failure, but the system can still be used to support business processes. This may also be a Category A problem, but with a documented workaround.
	2 hours/5 days

	C
	A non-serious problem that does not affect business processes.
	2 hours/10 days




	
	
	





	Item
	Type
	Institutions for delivery
	Total    Qty

	
	
	
	

	
	
	
	

	1
	Server for virtualization
	Primary Site 2 / DR Site 2
	4

	2
	Database server
	Primary Site 2/ DR Site 1
	3

	3
	Backup server
	Primary Site 1
	1

	4
	GBE switch
	DR Site 1
	1

	5
	Storage system Primary Site
	Primary Site 1
	1

	6
	Storage system DR Site
	DR Site 1
	1

	7
	KVM switch
	DR Site 1
	1

	8
	KVM monitor
	DR Site 1
	1

	9
	UPS - DR Site
	DR Site 2
	2

	10
	Equipment/Server rack
	Primary Site 1 / DR Site 1
	2

	11
	SAN switch
	Primary Site 2 / DR Site 2
	4

	12
	Firewall DR Site
	DR Site 1
	1

	13
	Firewall 1 Primary Site
	Primary Site 1
	1

	14
	Firewall 2 Primary Site
	Primary Site 8
	8

	15
	Web Application Firewall
	Primary Site 1
	1

	16
	PC
	Various location
	125

	17
	Software for servers virtualization
	Primary Site 1 / DR Site 1
	2

	18
	e-Learning Platform
	Primary Site
	1

	19
	Software Solution for the State Aid System of Bosnia and Herzegovina
	Primary Site
	1

	20
	Implementation
	Primary Site 1 / DR Site 1
	1

	21
	Maintenance and support
	Primary Site 1 / DR Site 1
	1




Delivery Locations:


	Institution
	Address

	Primary site at the Data Centre
of the Council of Ministers of Bosnia and Herzegovina
	1 Trg BiH Street, Sarajevo
71000 Sarajevo
BiH

	DR Site at the Data Centre
of the Government of Republika Srpska
	Trg Republike Srpske 1
78000 Banja Luka
BiH

	Various locations for PCs:
	Qty
	Institution/Municipality
	Address

	
	1
	Grad Banja Luka
	Trg Srpskih vladara br.1
78000 Banja Luka

	
	1
	Berkovići
	ul.Poginulih boraca Otadžbinskog rata bb.
88 363 Berkovići

	
	1
	Bijeljina
	Trg Kralja Petra I Karađorđevića br.1
76300 Bijeljina

	
	1
	Bileća
	Kralja Aleksandra bb
Bileća

	
	1
	Brod
	UL. Svetog Save br. 17
Brod

	
	1
	Bratunac
	Ul.Svetog Save br.88                                     75420 Bratunac

	
	1
	Višegrad
	Kralja Petra I br.7
73240 Višegrad

	
	1
	Vlasenica
	Svetosavska br. 14              75440 Vlasenica

	
	1
	Vukosavlje
	Ul.Muse Ćazima Ćatića bb
74470 Vukosavlje

	
	1
	Gacko
	Ul.Solunskih dobrovoljaca br.2
89240 Gacko

	
	1
	Gradiška
	Ul.Vidovdanska 1A                         78400  Gradiška

	
	1
	Derventa
	Trg oslobođenja br.3
74400 Derventa

	
	1
	Doboj
	Ul.Hilandarska br. 1                        74000 Doboj

	
	1
	Donji Žabar
	Trg mladosti br. 2
76273 Donji Žabar

	
	1
	Zvornik
	Ul.Svetog Save br. 124                  75400 Zvornik

	
	1
	Istočni Stari Grad
	Hreša bb
71144 Istočni St. Grad

	
	1
	Istočna Ilidža 
	Ul.Vojvode R.Putnika 2                   Istočna Ilidža

	
	1
	Istočno Novo Sarajevo 
	Ul.Stefana Nemanje 2                   71123  Ist. N.Sarajevo

	
	1
	Jezero
	Ul.21. Novembra bb
70206  Jezero

	
	1
	Kalinovik
	Karađorđeva 19
71230  Kalinovik

	
	1
	Kneževo
	Ul.Gavrila Principa 3                       78230 Kneževo

	
	1
	Kostajnica
	Ul. Svetosavska br.11
79224 Kostajnica

	
	1
	Kozarska Dubica
	Ul.Svetosavska br.5                                     79240 Kozarska Dubica

	
	1
	Kotor Varoš
	Ul.Cara Dušana bb                         78220 Kotor Varoš

	
	1
	Krupa na Uni
	Donji Dubovik
79227 Krupa na Uni

	
	1
	Kupres
	Strojnice
70273 Kupres

	
	1
	Laktaši
	Ul.Karađorđeva 56                        78250 Laktaši

	
	1
	Lopare
	Cara Dušana 143
75240 Lopare

	
	1
	Ljubinje
	Svetosavska 2
88380  Ljubinje

	
	1
	Milići
	Ul.Jovana Dučića 2                                       75448 Milići

	
	1
	Modriča
	Vidovdanska br 1
74480 Modriča

	
	1
	Mrkonjić Grad
	Trg Kralja Petra I Karađorđevića br.1
70260 M. Grad

	
	1
	Nevesinje
	Cara Dušana 44                                 88280   Nevesinje

	
	1
	Novi Grad
	Petra Kočića 2                                        79220  N. Grad

	
	1
	Novo Goražde 
	Božidara Goraždanina 64 Kopači 

	
	1
	Osmaci
	Osmaci bb                                                           75406  Osmaci

	
	1
	Oštra Luka
	Oštra luka bb
79263 O. Luka

	
	1
	Pale
	Romanijska 15
71420 Pale                                  

	
	1
	Pelagićevo
	76256 Pelagićevo

	
	1
	Petrovac
	Centar bb
79290 Drinić

	
	1
	Petrovo
	Ozrenskih odreda bb
74317 Petrovo

	
	1
	Prijedor
	Trg oslobođenja br.1
79101 Prijedor

	
	1
	Prnjavor
	Karađorđeva br.2
78430 Prnjavor

	
	1
	Ribnik
	Rade Jovanića bb
79288 Ribnik

	
	1
	Rogatica
	Ul.Srpske sloge br.3                      73220 Rogatica

	
	1
	Rudo
	Đenerala D. Draže Mihajlovića 41
73260 Rudo

	
	1
	Sokolac
	Glasinačka bb
71350 Sokolac

	
	1
	Srbac
	Mome Vidovića 7 
78420 Srbac

	
	1
	Srebrenica
	Srebreničkog odreda bb
75430 Srebrenica

	
	1
	Teslić
	Karađorđeva 6
74270 Teslić

	
	1
	Federalno ministarstvo prometa i komunikacija 
	Braće Fejića b.b. Mostar

	
	1
	Federalno ministarstvo energije, rudarstva i industrije
	Alekse Šantića b.b. Mostar

	
	1
	Fedralno ministarstvo okoliša i turizma
	Marka Marulića 2 Sarajevo

	
	1
	Fedralno ministarstvo rada i socijalne politike
	Marka Marulića 2 Sarajevo

	
	1
	Federalno ministarstvo obrazovanja i nauke
	Ante Starčevića bb  Mostar

	
	1
	Federalno ministarstvo kulture i sporta 
	Obala Maka Dizdara 2, Sarajevo

	
	2
	Ministarstvo financija Unsko-Sanskog kantona
	Vazduhoplovne grupe bb, Bihać

	
	1
	Općina Bužim
	505 Vbbr  br.26  Bužim 

	
	1
	Općina Ključ
	Branilaca BiH 78,  ključ

	
	1
	Općina Bos. Petrovac
	Bosanska 110, bosanski Petrovac

	
	2
	Ministarstvo financija Posavske županije
	Obilanica  jug 1 bb, Orašje

	
	1
	Općina Orašje
	3.ulica br.45, Orašje 

	
	1
	Općina Odžak
	Trg br.1, Odžak

	
	1
	Općina Domaljevac-Šamac
	Posavskih branitelja 148, Domaljevac

	
	2
	Ministarstvo financija Tuzlanskog kantona
	Turalibegova 40, Tuzla

	
	1
	Općina Doboj-Istok
	Klokotnica bb, Doboj-Istok

	
	1
	Općina Kladanj
	Kladanjske brigade br. 2, Kladanj

	
	1
	Općina Gračanica
	Mulamustafe Bašeskije br. 1, Gračanica

	
	2
	Ministarstvo financija Zeničko-Dobojskog kantona
	Kučukovići 2,  Zenica

	
	1
	Općina Vareš
	Armije BiH bb, 71330 Vareš

	
	1
	Općina Usora
	Sivša b.b., 74230 Usora

	
	1
	Općina Olovo
	Branilaca Grada bb, 71340 Olovo

	
	2
	Ministarstvo financija Bosansko-podrinjskog kantona
	Trg branilaca 2, Goražde 

	
	1
	Općina Goražde
	Maršala Tita br. 2, 73000 Goražde

	
	1
	Općina Foča u Federaciji BiH
	Omladinska bb, 73250 Ustikolina

	
	1
	Općina Pale u Federaciji BiH
	Himze Sablje 33, 73290 Prača

	
	2
	Ministarstvo financija Srednjobosanskog kantona
	Vezirska 62,  Travnik

	
	1
	Općina Busovača
	16. kolovoza, Busovača

	
	1
	Općina Dobretići
	Dobretići

	
	1
	Općina Donji Vakuf
	14. septembar, Donji Vakuf

	
	1
	Općina Kreševo
	Fra Grge Martića 49., Kreševo

	
	2
	Ministarstvo financija Hercegovačko-neretvanskog kantona
	Kneza Domagoja bb, Mostar

	
	1
	Općina Jablanica
	Jablanica  88420

	
	1
	Općina Prozor-Rama
	KraljaTomislava bb, 88440 Prozor

	
	1
	Općina Stolac
	Kralja Tomislava, Stolac 88360

	
	1
	Općina Ravno
	Trg Ruđera Boškovića b.b.,88370 Ravno

	
	2
	Ministarstvo financija Zapadnohercegovačke županije
	Kralja Zvonimira 1,  Ljubuški

	
	1
	Grad Široki Brijeg
	Fra Didaka Buntića, 88220 Široki Brijeg

	
	1
	Općina Posušje
	Fra Grge Martića,  88240 Posušje 

	
	1
	Općina Grude
	Fra  Gabre Grubišića,  88340 Grude

	
	2
	Ministarstvo financija kantona Sarajevo
	Maršala Tita 62, Sarajevo

	
	1
	Općina Vogošća
	Jošanička br 80, Vogošća

	
	1
	Općina Hadžići
	Hadželi 114, Hadžići

	
	1
	Općina Trnovo
	Trnovo b.b, 71223 Delijaš

	
	1
	Općina Ilijaš
	126 Ilijaške brigade br 6., Ilijaš

	
	2
	Ministarstvo financija Hercegbosanske županije
	Kralj Zvonimira bb,  Tomislavgrad

	
	1
	Općina Kupres
	Vukovarska 2,  80320 Kupres

	
	1
	Općina Glamoč
	Nikole Banjinovića bb, 80230  Glamoč

	
	1
	Općina Drvar
	Titova 1, Drvar

	
	1
	Općina Bosansko Grahovo
	Vojislava Ivetića 2,  80270 B. Grahovo

	
	3
	Ministry of Foreign Trade and Economic Relations
	Obala Kulina Bana 1, 71000 Sarajevo

	
	2
	Direkcija za Finansije, Brcko Distrikt
	Miroslava Krleze 1, 76100 Brcko Distrikt BiH


























	Page 1 of 53

	Page 4 of 73
Annex 1

State Aid Information System must provide support for the work of the Sate Aid Council in accordance with the Law on State Aid System in BiH with related bylaws.

Annex 1.1 - List of actors:

Pursuant to the Law on State Aid System in BiH, the following stakeholders should use the State Aid Information System:

· The State Aid Council (the Council or SAC), established in 2012, is a public institution with a seat in East Sarajevo responsible for ensuring the consistent application of the State Aid Law at the territory of Bosnia and Herzegovina. The Council is comprised of eight members: three representatives appointed by the Council of Minister of BiH, two representatives appointed by the Government of Republika Srpska, two representatives appointed by the Government of the Federation of BiH, one representatives appointed by the Government of Brčko District BiH. 
· For the Council, the system should provide for: an overview of the submitted programs of state aid, a review of the forms for monitoring and ex post control of state aid, a review of de minimis state aid reports, a review of opinions, the administration of decisions, and a flexible statistical reporting.
· The Secretariat to the State Aid Council (the Secretariat) that performs organizational, technical and administrative affairs and tasks necessary for the work of the Council and coordinates its work. It currently consists of 5 employees, including the Head of the Secretariat.
· For the Secretariat, the system should provide for: an overview of the submitted programs of state aid, a review of the forms for monitoring and ex post control of state aid, a review of de minimis state aid reports, a review of opinions, the creation and administration of decisions, and a flexible statistical reporting.
· Implementing Authorities (IAs) that also support the Council in its work, by collecting and processing data on the state aid applications. IAs are as follows: within the Council of Ministers BiH - MOFTER, within the Government of Republika Srpska – Ministry of Finance RS, within the Government of the Federation BiH – Ministry of Finance FBiH and within the Government of Brčko District – Finance Directorate of Brčko District BiH. In majority of IAs there are civil servants assigned with the tasks of an implementing authority.
· For the implementing authorities, within their jurisdiction, the system should provide for: an overview of the submitted programs of state aid, a review of the forms for monitoring and ex post state aid control, a review of de minimis state aid, creation and administration of the opinions and flexible statistical reporting within their jurisdiction.
· State aid grantors that submit notifications and reports to implementing authorities on all existing state aid programs. State aid grantors are: Bosnia and Herzegovina, Federation of BiH, Republika Srpska, Brčko District BiH, cantonal, city and municipal administrations though authorized legal entities, and any legal entity that grants or administers state aid.
· For the state aid grantors, within their jurisdiction, the system should ensure the administration of state aid programs (approved, rejected), the administration of contracts with the recipients of state aid under the approved program, the administration of forms for monitoring and ex post control of state aid, the administration of forms with de minimis state aid, and flexible statistical reporting within their jurisdiction.
· System administrators that administer the whole system through administrator’s module. 

The State Aid Information System must automatize business processes of state aid granting, control and use, approval and recovery of unlawful state aid, state aid inventory and state aid reporting. It must be a modern web based IT system with rigorous access rights, so that all users, such as state aid grantors, IAs, the Secretariat and the Council, can access only those data that are legally allowed. Pursuant to the Law on State Aid System in BiH, the state aid grantors fill and submit application/notification/reporting forms to IAs. IAs review application/notification/report form submitted, is authorized to return the form to the grantor for corrections, and at the end make an opinion on state aid, the type etc. The application with the opinion is then forwarded to the Council through the Secretariat. The Secretariat prepares material and the Council has the exclusive competence to approve state aid programs/schemes, to decide on the recovery of unlawfully granted state aid, to establish and manage the state aid inventory. The contractor needs to completely configure and customize electronic registers and workflows to fully support those business processes for all participants in the process.

Annex 1.2 - List of registers:

The system should ensure the administration and management of the following registers: 
· Register of IAs (name, ID, full address, name of contact person with their contact information such as phone, fax, mail);
· Register of the grantors (name, ID, full address, name of contact person with their contact information such as phone, fax, mail);
· Register of business entities/recipients of state aid - provide if possible the exchange of data with the registers of businesses entities in the FBiH, RS and BD (name, ID, full address, name of contact person with their contact information such as phone, fax, mail, sector (NACE), type (small, medium or large company), number of employees, the average value of its assets, total annual income, etc.);
· Register of programs/schemes of state of state aid (meta data should reflect Annex 2);
· Register of consultative opinions of the implementing authorities (IA, date of the opinion, number, place, subject, references to the programs and annexes, opinions and similar);
· Register of the Council’s decisions (date of the decision, number, place, subject, references to the program, schedules, opinions, decisions (is it state aid or not) and similar);
· Register of contracts (date of the contract, grantor, recipient, program, amount, the schedule of instalments and similar);
· Register of annual reports on awarded aid (meta data should reflect Annex 3);
· Register of de minimis aid (meta data should reflect the Annex 4).
Annex 1.3 – List of workflow:

The system should provide support for the following workflows:

W1: Approval of the programmes/schemes of state aid and individual state aid (simplified flowchart is depicted in the Figure No. 3): 
1. The grantors fill in an electronic application for state aid programs/schemes and individual state aid (Annex 2):
a) Authentication and identification;
b) Selection of the right form / process (registering of state aid programs/schemes and individual state aid, amendments of the existing state aid programs, annual reporting on the allocated state aid, register of contracts, register on de minimis state aid);
c) A blank electronic application for state aid programs/schemes and individual state aid is opened (Annex 2);
d) Information on the authenticated and identified grantor should be automatically filled in the form from the registry of grantors;
e) The grantor/provider fills in an electronic form with all the necessary information:
i. Predefined entries on the form should be presented to the user in the form of drop-down lists from the codebook;
ii. In the case of individual state aid, the grantor should have the possibility to choose the recipient of the aid from the business/recipients register of state aid if it has already been registered or enter the new business/recipients in the register of businesses/recipients;
iii. The grantor/provider uploads all the required attachments;
f) The grantor/provider confirms a correct entry of all data and uploads the form with its attachments;
g) The automatic system notification (regarding successful program upload) is sent to the grantor/provider and to the relevant IA (on program upload for review);
h) The relevant IA reviews the program/scheme of state aid and individual state aid and in case it needs revision, the IA: 
i. Writes comments to the grantor/provider;
ii. The grantor/provider receives a notification;
iii. The grantor/provider revises the program in accordance with the instructions;
iv. The grantor/provider uploads the revised program;
v. The automatic system notification (regarding successful program upload) is sent to the grantor/provider and to the relevant IA for re-examination.
i) The IA writes an advisory opinion, uploads the opinion with the meta data (IA, date of the opinion, number, place, subject, references to the program and annexes, text of the opinion, etc. – data already available in the system should be automatically presented in the opinion, without duplicate data entries), the program and its annexes to the Council.
j) The automatic system notification is sent to the provider/grantor and IA (regarding successful program upload for the Council review) and to the Secretariat/ Members of the Council on the incoming programmes/schemes of state aid and individual state aid for their review.
k) The Secretariat reviews the state aid program/scheme and individual state aid and if requires revision, the Secretariat:
i. Writes comments to the grantor/provider;
ii.  The IA is notified too;
iii. The grantor/provider revises the program in accordance with the instructions;
iv. The grantor/provider uploads the revised program;
v. The automatic system notification (regarding successful program upload) is sent to the grantor/provider and to the relevant IA and Secretariat for re-examination.
l) The Secretariat prepares everything that is estimated necessary for the Council’s session: uploads annexes if needed, prepares draft  decisions - data already available in the system should be automatically presented in the decision, adds additional meta data such as the date of the decision, number, place, subject, references to the program and annexes, text of the decision, and similar.
m) The Council reviews the state aid program/schemes and individual state aid and the draft decision during its session, revises the draft decision and if requires additions/revisions, the Council:
i. Writes comments to the grantor/provider;
ii. The IA is notified too;
iii. The grantor/provider revises the program in accordance with the instructions;
iv. The grantor/provider uploads the revised program;
v. The automatic system notification (regarding successful program upload) is sent to the grantor/provider and to the relevant IA and Secretariat and Council for re-examination.
n) The Council makes the final decision on the state aid: permitted, prohibited, permitted under specific conditions, not state aid, and similar.
o) The Secretariat uploads the decision with all the meta data (date of the decision, number, place, subject, references to the program and contributions, text of the decisions with conclusion (permitted, prohibited, permitted under specific conditions, not state aid, and similar), etc. -  data already available in the system should be automatically presented in the decision, the opinions, programs and contributions.
p) The automatic system notification of the uploaded decision is sent to the provider/grantor and IA.
q) The decision is published on the website of the Council.
r) If the decision is positive, the grantor may start allocating state aid to the beneficiaries which includes:
i. The preparation and administration of contracts with recipients of state aid for the approved program with all the necessary meta data (date of contract, amount, schedule of payments, etc.).
[image: ]

Figure No. 3
Flowchart of the approval of the programmes/schemes of state aid and individual state aid


W2: Amendments to the existing state aid programmes (simplified flowchart is depicted in the Figure No. 4)

Predict two types of amendments: Classical amendment and simplified amendment 

Simplified amendment
Ensure the administration and monitoring of simple changes that include only changes related to the extension of the validity period stipulated in the scheme and changes related to the budget of the scheme, or a combination of the both.

Classical amendments

1. Grantors change data on the electronic application form of state aid programs/scheme (Annex 2):
a) Authentication and identification;
b) Selection of the right form / process (registering of state aid programs/schemes and individual state aid, amendments of the existing state aid programs, annual reporting on the allocated state aid, register of contracts, register on de minimis state aid);
c) The grantor/provider finds in the register the existing state aid program / scheme that needs amendment; 
d) The selected state aid program / scheme opens;
e) The grantor/ provider changes the necessary data;
f) The grantor/ provider confirms the correct entry of all data and uploads a new version of the state aid program / scheme with new attachments;
g) The automatic system notification (regarding successful program upload) is sent to the grantor/provider and to the relevant IA (on program changes upload for review);
h) The IA revises the modified state aid scheme and, if necessary:
i. Writes comments to the grantor/provider;
ii. The grantor/provider receives a notification;
iii. The grantor/provider revises the program in accordance with the instructions;
iv. The grantor/provider uploads the revised program;
v. The automatic system notification (regarding successful program upload) is sent to the grantor/provider and to the relevant IA for re-examination. 
i) The IA writes an advisory opinion, uploads the opinion with the meta data (IA, date of the opinion, number, place, subject, references to the program and annexes, text of the opinion, etc. – data already available in the system should be automatically presented in the opinion, without duplicate data entries), the program and its annexes to the Council.
j) The automatic system notification is sent to the provider/grantor and IA (regarding successful program upload for the Council review) and to the Secretariat/ Members of the Council on the incoming programmes/schemes of state aid and individual state aid for their review.
k) The Secretariat reviews the state aid program/scheme and individual state aid and if requires revision, the Secretariat:
i. Writes comments to the grantor/provider;
ii.  The IA is notified too;
iii. The grantor/provider revises the program in accordance with the instructions;
iv. The grantor/provider uploads the revised program;
v. The automatic system notification (regarding successful program upload) is sent to the grantor/provider and to the relevant IA and Secretariat for re-examination.
l) The Secretariat prepares everything that is estimated necessary for the Council’s session: uploads annexes if needed, prepares draft decisions - data already available in the system should be automatically presented in the decision, adds additional meta data such as the date of the decision, number, place, subject, references to the program and annexes, text of the decision, and similar.
m) The Council reviews the state aid program/schemes and individual state aid and the draft decision during its session, revises the draft decision and if requires additions/revisions, the Council:
i. Writes comments to the grantor/provider;
ii. The IA is notified too;
iii. The grantor/provider revises the program in accordance with the instructions;
iv. The grantor/provider uploads the revised program;
v. The automatic system notification (regarding successful program upload) is sent to the grantor/provider and to the relevant IA and Secretariat and Council for re-examination.
n) The Council makes the final decision on the state aid: permitted, prohibited, permitted under specific conditions, not state aid, and similar.
o) The Secretariat uploads the decision with all the meta data (date of the decision, number, place, subject, references to the program and contributions, text of the decisions with conclusion (permitted, prohibited, permitted under specific conditions, not state aid, and similar), etc. -  data already available in the system should be automatically presented in the decision, the opinions, programs and contributions.
p) The automatic system notification of the uploaded decision is sent to the provider/grantor and IA.
q) The decision is published on the website of the Council.
r) If the decision is positive, the grantor may start allocating state aid to the beneficiaries which includes:
i. The preparation and administration of contracts with recipients of state aid for the approved program with all the necessary meta data (date of contract, amount, schedule of payments, etc.). 


[image: ]
Figure No. 4
Flowchart of the amendments to the existing state aid programmes



W3: Annual Reporting on the granted state aid (simplified flowchart is depicted in the Figure No. 5)

1. The grantors/providers fill in the electronic forms for annual reporting on the granted state aid (Annex 3) : 
a) Authentication and identification
b) Selection of the right form / process (registering of state aid programs/schemes and individual state aid, amendments of the existing state aid programs, annual reporting on the allocated state aid, register of contracts, register on de minimis state aid);
c) A blank electronic application for annual reporting on the allocated state aid is opened (Annex 3); 
d) Information on the authenticated and identified grantor should be automatically filled in the form from the registry of grantors;
e) The grantor/provider fills in an electronic form with all the necessary information:
i. Predefined entries on the form should be presented to the user in the form of drop-down lists from the codebook;
ii. The grantor should have the possibility to choose the recipient of the aid from the business/recipients register of state aid if it has already been registered or enter the new business/recipients in the register of businesses/recipients;
f) The grantor/provider confirms a correct entry of all data and uploads the form with its attachments;
g) The automatic system notification (regarding successful report upload) is sent to the grantor/provider and to the relevant IA (on report upload for review);
h) The relevant IA reviews the report on granted state aid and in case it needs revision, the IA: 
i. Writes comments to the grantor/provider;
ii. The grantor/provider receives a notification;
iii. The grantor/provider revises the report in accordance with the instructions;
iv. The grantor/provider uploads the revised report;
v. The automatic system notification (regarding successful report upload) is sent to the grantor/provider and to the relevant IA for re-examination.
i) The IA re-examines and uploads the report;
j) The automatic system notification is sent to the provider/grantor and IA (regarding successful report upload for the Council review) and to the Secretariat/ Members of the Council on the incoming report on granted state aid.
k) Based on the meta data from individual reports, the Secretariat prepares summary statistical reports for the Council.
l) The Council adopts them.
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Figure No. 5
Flowchart of the annual reporting process on the granted state aid 



W4: Ex-post control of state aid (simplified flowchart is depicted in the Figure No. 6)
a) The Council initiates ex-officio control of the granted state aid. 
b) The Council makes the final decision on the state aid: permitted, prohibited, permitted under specific conditions, not state aid, and similar.
c) The Council asks the providers/grantors to submit the ex-post application of state aid programs/ schemes and individual state aid (Annex 2, ex-post option selected).
d) The complete process follows Workflow1 provided that the process can result with a request for harmonization or a request for refund.
[image: ]
Figure No. 6
Flowchart of the Ex-post control of state aid

Annex 2

	[bookmark: RANGE!A1:G355]1. 
	State aid notification stаtus

	

	
	The data submitted in this form relate to: 

	

	 
	
	Ex post notification of the allocated state aid
Notification for the allocation of state aid 

	
	
	

	

	 
	
	Provision that can not be considered as state aid and the SAC BiH is notified in order to determine its legal basis


	

	
	Please indicate the reasons for which the provision can not be treated as state aid

	

	 
	
	No transfer of public funds

	

	 
	
	The provision does not bring any economic benefit to the user/users

	

	 
	
	No selectivity

	

	 
	
	No distortion of competition

	

	Please complete the relevant parts in this form and support them with all necessary documentation!

	

	2. 
	Data on applicant

	

	
	*
	Institution (name): 
	 

	
	
	
	
	
	
	

	
	*
	Identification number:
	 

	
	
	
	
	
	
	

	
	*
	Аddress:
	 

	
	
	
	
	
	
	

	
	*
	Name of contact person:
	 

	
	
	
	
	
	
	

	
	*
	Phone:   
	 

	
	
	
	
	
	
	

	
	*
	Fаx:
	 

	
	
	
	
	
	
	

	
	*
	Е-mail аddress:
	 

	

	3. 
	Data on state aid

	

	
	
	Name of the state aid programme or individual state aid: 
	 

	

	
	
	Name of the beneficiary                                              (for individual state aid):
	 

	

	4. 
	Please provide a brief description on the purpose of state aid:

	

	
	PRIMARY                                                                       (mark only one goal)
	SECONDARY                                                                 (mark maximum two goals)

	

	4.1
	Promotion of regional development: 
	 
	 

	

	4.2
	Horizontal state aid:
	PRIMARY                                                                    (mark only one goal)
	SECONDARY                                                                 (mark maximum two goals)

	

	
	*
	Small and medium enterprises
	 
	 

	

	
	*
	Recovery of businesses in difficulty
	 
	 

	

	
	*
	Employment of disadvantaged people and persons with disabilities
	 
	 

	

	
	*
	Environmental protection
	 
	 

	

	
	*
	Research, development and innovation
	 
	 

	

	
	*
	Training / development
	 
	 

	

	
	*
	In the form of risk capital
	 
	 

	

	
	*
	In the field of culture
	 
	 

	4.3
	Vertical - sectorial state aid:
	PRIMARY                                                                         (mark only one goal)
	SECONDARY                                                                 (mark maximum two goals)

	

	
	*
	Within the steel production sector
	 
	 

	

	
	*
	Within the coal extraction sector 
	 
	 

	

	
	*
	Within the transport sector                                                      
	 
	 

	

	
	*
	 Other (please specify): 
	 

	

	4.4
	Specific instrument of state aid:
	PRIMARY                                                                              (mark only one goal)
	SECONDARY                                                                  (mark maximum two goals)

	

	
	*
	As guarantees                                                           
	 
	 

	

	
	*
	Sale of real-estate property in public ownership
	 
	 

	

	
	*
	Insurance of export loans
	 
	 

	

	5. 
	General data on the state aid programmes/ individual state aid 

	

	5.1
	Does the application relate to a program/scheme of state aid: 

	

	
	
	Yes
	 
	 

	

	
	
	No
	 
	 

	

	
	
	If yes, do you want to amend the on-going program of state aid:


	

	
	
	Yes
	 
	 

	

	
	
	No
	 
	 

	

	
	
	If it does, please specify precisely:

	

	
	*
	Reference number of the state aid (number of the SAC decision)
	 

	

	
	*
	Date of the approval from SAC : 
	 

	

	
	*
	Duration of the state aid programme: 
	 

	

	
	
	Please indicate precisely which conditions are being changed in relation to the original program of state aid and why:


	

	
	
	 

	

	5.2
	Does the application relate to an individual state aid: 

	

	
	
	Yes
	 
	 

	

	
	
	No
	 
	 

	

	
	
	If it does, please specify precisely: 

	

	 
	
	An individual project where state aid is based on a state aid program / scheme for which there should be a separate application:


	

	
	*
	Invitation to the approved state aid programme 
	 

	

	
	*
	
Name of the state aid programme/individual state aid: 

	 

	
	
	
	
	
	
	

	
	*
	Reference number of the state aid (number of the SAC decision) 
	 

	

	
	*
	Date of approval from the SAC: 
	 

	

	 
	
	Individual state aid which is not based on a state aid programme/scheme

	6.
	Legal basis within the domestic legal framework (please specify name and other references): 

	

	
	
	 

	

	6.2
	Does the application refers to a program/scheme of state aid:

	

	
	
	Yes
	 
	 

	

	
	
	No
	 
	 

	

	7. 
	Data on state aid user/beneficiary

	

	
	*
	Address
	 

	

	
	*
	Sector (please specify all the sectors according to NACE- statistical classification of economic activities in the EU):

	 

	

	
	
	For individual projects for which state aid has been allocated: 

	

	
	*
	Name of user/beneficiary: 
	 

	

	
	*
	Type of beneficiary (small, medium or large enterprise):
	 
	

	

	
	*
	Number of employees:
	 
	

	

	
	*
	Average value of business assets:
	 
	KM

	

	
	*
	Total annual income:
	 
	KM

	

	
	
	For the state aid programmes/schemes, please specify: 

	

	
	*
	Type of user/beneficiary 

	

	
	
	
	 
	All business entities

	

	
	
	
	 
	Only large business entities

	

	
	
	
	 
	Only small and medium business entities

	

	
	
	
	 
	Only medium business entities

	

	
	
	
	 
	Only small business entities

	

	
	
	
	 
	Other

	

	
	*
	Estimate number of users/beneficiaries:

	

	
	
	
	 
	Up to 10

	

	
	
	
	 
	From 11 to 50

	

	
	
	
	 
	From 51 to 100

	

	
	
	
	 
	From 101 to 500

	

	
	
	
	 
	From 501 to 1000

	

	
	
	
	 
	More than 1000

	

	8.
	Amount of the aid/annual expenditure

	

	
	
	Please specify the total amount for each measure for the projects for which state aid has been awarded: 

	

	
	
	 

	

	
	
	For programs/schemes of state aid, please provide the annual amount of the budget planned and the overall amount:


	

	
	
	Annual amount:
	 
	Overall amount:
	 
	KM

	

	
	
	If the budget is not adopted annually, please specify to what period does it apply:

	

	
	
	 

	

	
	
	If the application relates to an amendment in the current program of state aid, please provide the budgetary implications to the current program of state aid: 


	

	
	
	 

	9. 
	Type of state aid:

	

	
	
	 
	Subsidies;

	

	
	
	 
	Direct grants;

	

	
	
	 
	Interest subsidies;

	

	
	
	 
	Tax reliefs;

	

	
	
	 
	Reduction of social security contributions;

	

	
	
	 
	Writing off debts;

	

	
	
	 
	Warranties / guarantees;

	

	
	
	 
	Loan with preferential interest rates;

	

	
	
	 
	Other (please specify):
	 

	

	10
	Source / and funds for the implementation of the state aid program / individual state aid

	

	
	
	Specify the origin of the funding sources (budget of the Federation, Cantonal budget, local budget or other):

	

	
	
	 

	

	11
	Eligible costs and pace of grant award

	

	
	
	Detail the eligible costs and the dynamics of granted award for each of the planned measures:

	

	
	
	 

	

	12 
	Duration

	

	
	*
	For individual aid

	

	
	
	Specify the date of application of state aid (if the aid was granted in tranches, indicate the date of application of each tranche):

	

	
	
	 

	

	
	*
	Particularly specify the duration of the measures for which the state aid was granted:

	

	
	
	 

	

	
	*
	For a programme/scheme of state aid: 

	

	
	
	
Indicate the date after which state aid can be granted:
	 

	

	
	
	Indicate the final date by which state aid may be granted:
	 

	

	
	
	For a period longer than 6 years, please support the justification of the deadline extension in the context of meeting the target/targets of the state aid programs:


	

	
	
	 

	13
	Accumulation of state aid 

	

	
	
	Is it possible to cumulate state aid granted on the basis of programs / schemes from different levels (local, cantonal, federal) for the payment of the same type of eligible costs?

	

	
	
	Yes
	 
	 

	

	
	
	No
	 
	 

	

	
	
	If possible, please describe introduced mechanisms to guarantee compliance with the rules on accumulation of state aid:

	

	
	
	 

	

	14
	Professional confidentiality

	

	
	
	Does this application contain information that should be available to third parties?

	

	
	
	Yes
	 
	 

	

	
	
	No
	 
	 

	

	
	
	If it does, please specify which parts are confidential and why:

	

	
	
	 

	

	15
	Adjustment of the application with the rules on granting state aid 

	

	
	
	Please specify the chapters and articles related to the Regulation on purpose, criteria and conditions for the granting of state aid in the Federation of BiH, based on which this application of state aid has been developed: 

	

	
	
	 

	

	16
	Annexes

	

	
	
	Please specify the documents attached to this application: 

	

	1. 
	 

	

	2. 
	 

	

	3. 
	 

	

	4. 
	 

	

	5. 
	 

	

	6. 
	 

	

	7. 
	 

	

	8. 
	 

	

	9. 
	 

	

	17
	Other information that the applicant of the state aid programs / projects for an individual allocation of state aid considers relevant and believes that should be listed in the application form of state aid to help review the basis for the application of state aid measures:

	

	
	
	

	
	
	Space to give an accurate and detailed answer:
	
	

	
	
	 

	
	
	

	
	
	





Annex 3
State Aid Inventory

State aid Inventory is a specific, pre-determined table with data on granted state aid, i.e. a comprehensive set of data on all forms of granted state aid. 
The Inventory should also have the data of all state measures before the establishment of State aid Council (27.11.2012) which are still in force and which represents the basis for granting state funds. 

Annual report on granted state aid in BiH is annual document, which is prepared by IA at the level of entities and by SAC at the level of BiH, according to the data received from grantors (ministries, agencies, cantons, municipalities). In order to prepare the report, the authorities have to have appropriate tools to gather all and accurate data. The European Commission has set some basic rules in the matter, and is obliging the acceding countries even at the beginning of their approximation of legislation and practice to the EU, to establish a State aid Inventory.
State aid Inventory is a document both in electronic form and hardcopy, which is the base for all state aid measures tracking and annually reporting in terms of scoreboard and annual report. 
The State Aid Inventory is a table, which contains information on all state aid measures in BiH as well as certain relevant elements of those measures, and is used for preparing the annual reports. The information, which should be included in the Inventory, is as follows:

State aid grantor – State body, agency, municipality or any other state aid grantor according to the Law,
Number of grantor – means tax identification number of the grantor (PIB),
Title of State aid – name of the programme/scheme or individual aid; for instance “Restructuring plan of XYZ company”, “Decree on Tax Incentives for newly created jobs”…,
State aid number – is a number of the SAC Decision for the respective aid measure. It is a number given to the case, and under that number all additional data should be filled in. This would help of keeping the track of a certain aid measure through the time and through database once it is established. 
Date of the SAC’s decision – is the data when SAC held its session and decided on the state aid measure (or when it was published in OG?)
Manner of granting the aid – is to establish whether the aid has been granted as individual or as a scheme,
Duration of the aid – for how long the grantor is going to implement the measure; is it going to be implemented at once, or gradually, yearly, and if yes, for how many years,
Category of the aid – as for which objective the aid has been granted, for instance was it for regional aid, or for environmental protection, or for steel industry...,
Source of financing – means accurate identification of the budget out of which the aid will be paid out; is it going to be through State budget, Budget of the entity(ies), municipal budget or even a budget of some of the Agency which is grantor in the context of the Law, 
Legal base – it should be clearly identified which legal document (law, decree, guidelines...) contains the legal base for drafting and preparing respective aid measure (plan, contract, decree, rulebook). For instance, Law on Regional Development and Regional Aid Map Decision are the legal basis for preparing and implementing Program for Incentives for increasing regional and local competitiveness of the SME’s. Or, Annual Law on Budget is legal base for preparing Restructuring plan of XYZ Company, as it already envisages certain amount of guarantees and subsidies for specific sector/company.
Date of grantor’s decision – is a date when grantor made a decision (signed a contract, agreement, took a formal decision as for example in the form of conclusion) on granting specific aid, after the positive decision of the SAC.
State aid beneficiary – in case of scheme, the beneficiary is not known in advance, so as beneficiaries should be identified for example SME’s, or commercial broadcasters, or entrepreneurs connected in cluster. In case of individual aid is much easier; the beneficiary is always known and its name is relevant for this column. 
Municipality – this is important to keep the record in which region the aid is granted and for what, in order to present the clear picture of regional development of the country,
Number of the aid beneficiary – means tax identification number (VAT) (PIB) of the beneficiary, and is one of pre-conditions of accurate tracking the aid granting through the database once it is established.  
Date of payment – is a date when transfer of money was made from the grantor’s budget to the account of the beneficiary. Although that the (formal) decision of the authority to grant the aid (signing the contract, or adopting conclusion (or any formal paper)), according to the state aid rules, is moment of granting the aid, date of payment is important when preparing annual report (scoreboard) to show how much money exactly were given to the certain beneficiary, i.e. how much money from the budget has been paid out as state aid.
Instrument of granting the aid – is a tool by means of which the authorities achieved the ultimate goal of granting the aid. The list of instruments is not exhaustive and it is up to the grantors to choose which one they will use.[footnoteRef:2]  [2:  EUSASP Establishment of the State aid System in BiH, Manual on Annual Reporting on Granted State Aid in BiH, Sarajevo, March 2015., p. 10-11] 

Amount of granted state aid[footnoteRef:3] – is the amount of the aid element (equivalent subsidy), which the beneficiary (beneficiaries) has received. Mostly, the aid element should be calculated already in SAC decision, but if the SAC decision is for certain period of time and aid elements have been calculated as lump sum, the grantors are obliged to calculate the element of the aid instrument for the reporting year. For example, the aid measure that SAC approved was granting guarantee for XYZ Company in difficulties, for restructuring. The guarantee was to obtain the loan with the commercial bank. The guarantee is amounted for 1.000.000 KM, but no bank was specified and consequently no loan terms according to which the aid element could be calculated. This is all under the assumption that the company is eligible for establishing the aid element, not to take gross aid equivalent. When taking the decision, under the aforementioned circumstances, SAC will have to, according to state aid rules, take a 10% rule.[footnoteRef:4] The Decision will then have 100.000 KM as aid element. But, the company may then use, for example, the guarantee for obtaining the loans from different banks, Bank A – 250.000 KM and Bank B 750.000. Both banks may have different conditions, according to the solvency of the company, one guaranteed loan may have aid element of 25% (Bank A) and another 7% (Bank B). Then the aid element, when reporting, IA will notify as 62.500 KM + 52.500, in total 11.500 KM, which is different to SAC Decision. This is why it is very much important to identify exact aid granted in reporting year and to IA’s report on this. [3:  EUSASP Establishment of the State aid System in BiH, Content of Annual Report in BiH, Sarajevo, April 2015., p. 4-5]  [4:  Obavještenje  Komisije o primjeni člana 87 i 88 Ugovora o Evropskoj zajednici na području državnih pomoći u obliku garancija (2008/C 155/02), Commission Notice on the application of Articles 87 and 88 of the EC Treaty to State aid in the form of guarantees  OJ C 155, 20.6.2008, p. 9-12
] 



FORM FOR THE SUBMISSION OF DATA ON STATE AID
	Name of the grantor
	
	
	

	Number of the grantor
	
	
	

	Title of programme/individual aid
	
	
	

	Number of aid
	
	
	

	Date of SAC’s decision
	
	
	

	Manner of the granting of programme/individual aid
	
	
	

	Duration of programme/individual aid
	
	
	

	Category of programme/individual aid
	
	
	

	Source of financing
	
	
	

	Legal basis for granting of state aid
	
	
	

	Date of the grantor decision 
	
	
	

	Name of the beneficiary
	
	
	

	Municipality 
	
	
	

	Number of the beneficiary
	
	
	

	Date of payment
	
	
	

	Instrument of granting of programme/individual aid
	
	
	

	Amount of aid ( in KM )
	
	
	

	Subsidy equivalent (in KM)
	
	
	





Annex 4

[bookmark: _Toc392238026]
Notification form for a small amount aid (de minimis aid)
	
	1. Information on the grantor/provider of state aid

	Name of grantor/provider
	

	Registration number
	




	2. Information on the business organization

	Name of business organization
	

	Registration number
	

	Phone number
	

	Fax number
	

	E-mail address 
	



	3. Information on small amount aid (de minimis aid) received during the past three fiscal years (current fiscal year and previous two)

	Date, month, year when the decision on granting a small amount aid (de minimis aid) was adopted by the grantor/provider
	Legal basis for a scheme/individual state aid

	Type of state aid (grant, subvention, credit, guarantee etc.)

	Gross amount of state aid (in KM)

	Net amount of state aid (in KM) 

	Subsidy equivalent of state aid (in KM)
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