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[bookmark: _Toc28001541]Introduction

This document provides an overview of the entire eLegislation system Software Requirements Specification (hereinafter referred to as SRS) with the purpose, scope, definitions, acronyms, abbreviations, references and overview of the SRS. The aim of this document is to gather and analyse and give an in-depth insight of the complete eLegislation software system by defining the problem statement in detail. 
[bookmark: _Toc506458772][bookmark: _Toc493784475][bookmark: _Toc28001542]Purpose

The purpose of the document is to define the system, its requirements with respect to consumers, in order to define all desired functionalities of the system, in systematic and consistent way. Also, we shall predict and sort out how we hope this product will be used in order to gain a better understanding of the project, outline concepts that may be developed later, and document ideas that are being considered, but may be discarded as the product develops.

In short, the purpose of this SRS document is to provide a detailed overview of software product, its parameters and goals. This document describes the project's target audience and some of the user interfaces, hardware and software requirements. It defines how our client, team and audience should see the product and its functionality. 

[bookmark: _Toc493784476][bookmark: _Toc28001543]Document Conventions 
The software with functionalities being described in this document should be fully designed, developed and implemented. The functions and characteristics that will be analysed have not been implemented yet. 
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[bookmark: _Toc493784477][bookmark: _Toc28001544][bookmark: _Toc506458775]Overall Description

According to World e-Legislation Report, e-Legislation can be defined as a legislature that is empowered to be more transparent, accessible and accountable through ICT. It empowers people, in all their diversity, to be more engaged in public life by providing higher quality information and greater access to its parliamentary documents and activities. It is an organization where connected stakeholders use information and communication technologies to support its primary functions of representation, law-making and oversight more effectively. Through the application of modern technology and standards and the adoption of supportive policies, it fosters the development of an equitable and inclusive Information society.

Information needs of the Parliament depend on many factors. Each organizational unit and each individual who is part of any process in the Parliament has an unique set of information needs depending of the specific function and connections to other functions inside the process. The analysis of information needs is done through the series of interviews with the stakeholders in the parliament which were discussing the current state and the desired functions of the IT systems in parliamentary activities. 
Information needs are directly related to the previously defined main functions of the Parliament, and appropriate IT application systems supporting these functions. 
Main elements of the information needs could be defined as follows: 
· Basic processes and information flows
· Stakeholders (group or individual)
· Data entities – structures
Performing detailed analysis of these elements, detailed definition of information needs are created and based on these information, specifications of complete system are created. 





[bookmark: _Toc489623114][bookmark: _Toc493784481][bookmark: _Toc28001545]Stakeholders 

In general, there are two main groups of stakeholders in the parliament: Members of the parliament and supporting staff. In addition it could be said that public (presented by citizens and NGO-s) and other institutions in the state are also stakeholders in the parliamentary work, so they will also be included in this analysis. 

Conducting the series of interviews with stakeholders, following common information needs could be defined in parliamentary activities: 
· Timely access to all documents related to the Law adoption process
· Tracing of the documents in the system with detailed information about current document position and state
· Detailed, real-time information about complete document lifecycle
· Communications with all other stakeholders in effective and efficient way
· Collaboration platform for effective co-working on the documents
· Access to all relevant documents from the archive in digital form with efficient search engine and classification
· Ability to access most vital functions of the system remotely
· Improved and more advanced controlling mechanisms in process of Law adoption
· Efficient tools for Law drafting 
Analysis shows that main issues which are needed in order to provide efficient use of IT in Parliament are as follows: 
· Simple and efficient IT solutions
· Timely access to all relevant information
· High quality support and training
· Flexibility and simple administration of the systems
Each of these issues can and should be addressed in future ICT development in Parliament of BiH. 


[bookmark: _Toc489623115][bookmark: _Toc493784482][bookmark: _Toc28001546]Data Entities – Structures

Following picture 1 shows simplified data entities of parliamentary system. 

[image: ]
Picture 1 – Data diagram of parliamentary system

In the information needs analysis contains the most important data from the perspective of execution and monitoring of the legislative procedure, and as such, these data entities should be a part of Database, storing important information that can easily be accessed. 

Drafting module 

[bookmark: _Toc506458777][bookmark: _Toc493784486]The process of drafting legislation in the competent authorities of BiH/FBiH/RS/DB, it is usually one of the ministries, begins at the proposer where the preparatory work is carried out by experts who produce a first draft. That draft could be the subject of numerous interventions by other staff and could be the subject of many and varied amendments, before a legislative proposal is adopted by the Parliament and consolidated by the Commission. In order to achieve these goals and improve the legislative adoption process, it is necessary to develop a new software system capable to support the law drafting, introducing and tracking such law from the proposal and to the its publication in the Official Gazette.
[bookmark: _Toc28001547]General Description
[bookmark: _Toc493784487][bookmark: _Toc28001548]Business Processes and Functions
[bookmark: _Toc493784488][bookmark: _Toc28001549]Law Adoption process in PA BiH
Legislative process in Parliament of BIH is core process of parliamentary activities. Since it is complex and includes a lot of activities, in order to show it on the diagrams, it had to be divided into four parts. 
First part of the process, shown on the Picture 2, shows beginning of the process and first phase of plenary readings. 
[image: Parliament of BIH-1]

Picture 2 – First Plenary session




Main Process Description 

1. Main process starts when proposing Beneficiary ( Council of Ministers, Member of Parliament etc. ) creates a Bill (Proposal of the Law) and prepare it for submitting to the Parliament. 

2. Bill is submitted into the parliament when document is officially received in the Register office and entered into the system. 

Every Bill needs to be prepared in all three official languages used in BiH and in both scripts (Latin and Cyrillic). Translation of the Bill is in charge of the proposing party. Register office receives the Bill and additional documents and classifies it according the rulebook. Bill is then entered into the electronic system and sent to Collegium of the Parliament. Collegium then forward the Bill to Committees who are in charge of this matter, Constitutional Committee and Legal Committee

3. All Committees are debating about the Bill and gives the judgment which can be positive or negative. 

Each Committee is analysing some aspects of the Bill ( legal, constitutional, structural, etc. ) and creates a report with their final judgment weather this Bill comply with the rules or not. These reports and sent to the Collegium. If the judgment is negative, Collegium is sending Bill and the judgment to the proposal party, asking for correction of the Bill. 
If the judgment is positive, Collegium is preparing the Bill for the plenary session of the House of Representatives. 


4. House of Representatives receives Bill with all additional documents and starts parliamentary debate about it. During this debate additional changes to the Bill are suggested (amendments) which are proposed by the member of parliaments, before or during the session. 

The House of Representatives first discusses the Committee reports which are part of the Bill documents. There are two alternative scenarios: 

a. Final Judgment of any of the Committee is Negative
In case of a negative judgment, the House of Representatives debates and votes about the decision. If the negative judgment is accepted, Bill is declined and legislative procedure is finished. 
If negative judgement is not accepted, request is sent to Committees to reassess their previous judgement including some additional comments and possible amendments to the original Bill text. 
All activities from point 3 are repeated once more. 

b. Final Judgments of all Committee are Positive
In this case, House of representative accepts the Bill and Legislation process continues. 


Second part of the Legislation process includes second commission phase, public debate and second reading inside the House or Representatives. 

[image: PA BIH Law Adoption 2-1]
Picture 3 – Second Committee phase



Process Description 

1. Process continues with second Committee phase. Responsible Committee might decide to launch a public debate about the Bill. Public debate can last maximum 15 days. During the public debate, all comments and additional materials are collected and added into final Committee report. 

2. If there were no public debate, or after public debate has finished, Committee in the second phase is debating about the content of the Bill and amendments. At the end of debate, Committee creates a Report which is sent to the House of Representatives with all additional documents which are part of the Bill. 

In this phase, report of the Committee could also be positive or negative. In case of negative judgement, House of representative can accept or deny this judgement. 

3. House of representatives is receiving report from the responsible Committee and prepares Bill with all supportive documents for the second reading in the plenary session.

The House of Representatives first discusses the report from responsible Committee. There are two alternative scenarios: 

a. Final Judgment of responsible Committee is Negative
In case of negative judgment, House of representatives is debating and voting about this decision. If the negative judgment is accepted, Bill is declined and legislative procedure is finished. 
If negative judgement is not accepted, request is sent to responsible Committee to reassess their previous judgement including some additional comments and possible amendments to the original Bill text. 
All activities from point 2 are repeated once more. 

b. Final Judgments of all Committees are Positive
In this case, House of representative accepts the Bill and Legislation process continues. 



4. Legislation process continues in the House of Peoples, following the identical scenario as previously described for House of Representatives. 

The House of Peoples can decide to decline the Bill in any of the phases. If the Bill is accepted, legislation process continues with the final activities which are shown in the next picture. 






Final phase of the Bill adoption includes consolidation between two Houses, as shown in the following picture: 

[image: PA BIH Law Adoption Consolidation-2]
[bookmark: _Toc506458780]Picture 4 – Law Consolidation

Process Description 

1. When Bill is accepted in the House of Peoples, it is possible that there were some changes to the text of the Bill (Amendments) and that accepted text is different from the text which was adopted by the House of representatives. 
There are two possible scenarios: 
a. Bill texts are identical in both Houses
If texts are identical in both Houses, then the Legal department is performing final preparation of the Law to be published in the Official Gazette, and the Law adoption process is finished
b. Bill texts are different
If texts are different, joint Committee with members from both Houses is created, and the Committee is trying to do consolidation and justification of the text



2. The House or Peoples delegates its members to joint committee and sends report to the House of Representatives that the Law needs to be consolidated

After receiving this report, on one of its next sessions, the House of Representatives also delegates members to joint committee. 

3. Joint Committee for consolidation is trying to consolidate two versions of the Law and create one version which will be finally adopted and published. 

Committee is creating the report about the consolidation process. This report and consolidated text of the Law is again sent to the both Houses to debate. If both Houses accept this report then consolidated Law is adopted and sent to the Official Gazette. 
If any of the Houses declines the report, the Law is rejected and the procedure is finished. 



[bookmark: _Toc493784489][bookmark: _Toc28001550]Law Adoption process in the FBiH Parliament

Process of Law adoption in Parliament of Federation BiH is shown and described in following pictures. 


Description of legislative procedure

1. Legislative procedure starts with an initiative in line with the rules of procedure of both houses. It is followed by the phase of proposal for new law, then the draft law phase, and finally, the bill phase.

2. The bill is sent to the Parliament when the document is officially received at the Register Office and entered into the system. 

The draft law (or some other act) is submitted to the chairpersons of the houses in official languages of the Federation of BiH. The draft does not have to accompany the bill (or some other act) if it is proposed that the law should be enacted through an urgent or shortened procedure. The Register Office receives the act and forwards it to the chairpersons of the houses, and records it in the intranet system. Then the acts are forwarded to the members of the FBIH Parliament and Services of both houses of the FBIH Parliament. Received acts are published on the website (of the House of Peoples).

If the act was not submitted by the Federal Government, it shall be sent to the Government of FBIH for opinion. 

The act is considered by responsible bodies and reports are sent to the houses. Opinions of working bodies are not mandatory. Acts are normally considered by the House of Representatives and then the House of Peoples. Once the House of Representatives has considered the act, the chairperson of the House of Representatives informs the chairperson of the House of Peoples (Prime Minister, Deputy Prime Minister, Secretary of the Federal Government, Services of the House and the proposer, if the proposer is not the Government of FBIH) on the opinion of the House of Representatives regarding the act in question. The House of Peoples then considers the act and informs on such activities the chairperson of the House of Representatives (Prime Minister, Deputy Prime Minister, Secretary of the Federal Government, Services of the House and the proposer, if the proposer is not the Government of FBIH). Once the draft act is considered and accepted, both houses can send the draft law for public debate. The institute of public debate is defined by the rules of procedure of the houses – (who conducts the public debate, deadlines, level of implementation, costs, and funding). Once the public d is finished, working bodies report on the results (the report may accompany the Bill). Houses consider the report. 

Once the draft is accepted, the proposer submits the Bill. The accompanying explanation, among other things, indicates which comments, complaints and suggestions have been rejected. 

The Bill (or other proposed act) is sent to the chairpersons of the houses in official languages of the Federation of BiH.

Once the House of Representatives has considered the act, the chairperson of the House of Representatives informs the chairperson of the House of Peoples (Prime Minister, Deputy Prime Minister, Secretary of the Federal Government, Services of the House and the proposer, if the proposer is not the Government of FBIH) on the opinion of the House of Representatives regarding the act in question. The House of Peoples then considers the act, and informs on such activities the chairperson of the House of Representatives (Prime Minister, Deputy Prime Minister, Secretary of the Federal Government, Services of the House and the proposer, if the proposer is not the Government of FBIH). 
If the act was not submitted by the Federal Government, it shall be sent to the Government of FBIH for opinion. 

Authorised proposers can submit amendments to the Bill. Anyone who can submit a draft law and a bill can also submit an amendment. The Government of the Federation gives the opinion on the submitted amendments even when it is not the proposer. If the proposer accepts the amendment or if the home voted in favour of the amendment, it is integrated into the bill. If the proposer rejects the amendment, the party submitting the amendment may request the House to state their opinion on the amendment. If the House votes in favour of the amendment, it becomes integral to the bill. The chairperson of the HoR informs the House of Peoples on such matter. The House of Peoples gives their opinion on the text of the Bill adopted by the House of Representatives along with amendments accepted by the proposer. In case of an amendment that was not accepted by the proposer but the House of Representatives voted in favour of the amendment, the House of Peoples shall also vote. If the House of Peoples adopts the bill with the same text as adopted by the House of Representatives, the act is legally and technically processed and sent to the chairpersons of both homes for signature. Then the acts jointly enacted by both houses are sent to the President of the Federation who forwards it to the Official Gazette of the Federation of BiH for publishing. 

In case the House of Representatives adopts amendments submitted to the House of Peoples, the House of Representatives gives their opinion on the amendments. 

If the House of Representatives does not adopt the amendments adopted in the House of Peoples, a Joint Committee is formed to harmonise differently adopted texts of acts and define the Proposal for resolution of conflicting issues. If both houses adopt the Proposal, the act is adopted in the identical text. 




[image: FBIH Law Adoption-1]
Picture 5 – Law adoption in FBiH Parliament – phase 1
Process Description 

1. Process continues with second Committee phase. Responsible Committee might decide to launch a public debate about the Bill. Public debate can last 30, 60, 90 and the maximum of 180 days. During the public debate, all comments and additional materials are collected and added into final Committee report. 

2. If there were no public debate, or after public debate has finished, Committee in the second phase is debating about the content of the Bill and amendments. At the end of debate, Committee creates a Report which is sent to the House of Representatives with all additional documents which are part of the Bill. 

In this phase, report of the Committee could also be positive or negative. In case of negative judgement, House of Representatives discusses the report and can accept or deny this judgement. 

3. House of representatives is receiving report from the responsible Committee and prepares Bill for the second reading in the plenary session.

			In the second reading, HoR only debates about the details, and voting about the 
			Amendments to the Bill. During this session Bill can also be declined, and this is the end 
			of the legislation process. 
			If the Bill is accepted, legislation process continues in the House of Peoples. 



4. Legislation process continues in the House of Peoples, following the identical scenario as previously described for House of Representatives. 

House of people can decide to decline the Bill in any of the phases. If the Bill is accepted, legislation process continues with the final activities which are shown in the next picture. 








[image: FBIH Law Adoption - Prijedlog-1]
Picture 6a – Law adoption in FBiH Parliament – phase 2

[image: FBIH Law Adoption Consolidation-2]
Figure 6b – Law adoption in FBiH Parliament – consolidation phase

Process Description 

1. When Bill is accepted in the House of Peoples, it is possible that there were some changes to the text of the Bill (Amendments) and that accepted text is different from the text which was adopted by the House of Representatives. 
There are two possible scenarios: 
c. Bill texts are identical in both Houses
If texts are identical in both Houses, then the Expert Services is performing final preparation of the Law to be published in the Official Gazette of FBIH, and the Law adoption process is finished
d. Bill texts are different
If texts are different, joint Committee with members from both Houses is summoned, and the Committee is trying to do consolidation and and define the Proposal for resolution of conflicting issues considered and adopted by both homes of the Parliament of FBIH.



2. House or Peoples delegates its members to joint committee and send report to House of Representatives that Law needs to be harmonised

House of Representatives after receiving this report, on one of its next sessions, also delegates members to joint committee. 

3. Joint Committee for consolidation is trying to consolidate two versions of the Law and create one version which will be finally adopted and published. 

Committee is creating the report about the consolidation process. This report and consolidated text of the Law is again sent to the both Houses to debate. If both Houses accept this report then consolidated Law is adopted and sent to the Official Gazzete. 
If any of the Houses decline the report, Law is rejected and procedure is finished. 








[bookmark: _Toc493784490][bookmark: _Toc28001551]Law Adoption process in NARS 

[bookmark: _Toc493784491][image: NARS - 1-1]
Picture 7 – Law adoption process in National Assembly of RS


Main Process Description 

1. Main process starts when proposing Beneficiary (RS Government, Members of Parliament etc. ) creates a Bill (Proposal of the Law) and prepares it for submitting to the National Assembly. 

2. Bill is submitted into the assembly when document is officially received in the Register office and entered into the system. 

Every Bill needs to be prepared in two alphabets – Latin and Cyrillic. Register office receives the Bill and additional documents and classifies it according the rulebook. Bill is then entered into the electronic system and sent to President of the Assembly. President forwards the Bill to Committees who are in charge of this matter, Constitutional Committee and Legal Committee

3. All Committees are debating about the Bill and gives the judgment if Bill satisifed all requirements to be forwared to the session of the NARS. 

Each Committee is analysing some aspects of the Bill (legal, constitutional, structural, etc.) and creates a report with their final judgment weather this Bill comply with the rules or not. These reports and sent to the President of the Assembly. If the judgment is negative, Bill is sent to the proposal party, asking for corrections. 
If the judgment is positive, Bill is prepared for the plenary session of the National Assembly. 


4. National Assembly receives Bill with all additional documents and starts parliamentary debate about it. 

National Assembly first discuss the Committee reports which are part of the Bill documents, then debates the Bill. If the Bill is declined, legislation process ends. If the Bill is accepted, legislation process continues. 




[image: NARS - 2-1]
Picture 8 – Law adoption process in National Assembly of RS – second phase





Process Description 

1. National assembly might decide to launch a public debate about the Bill. Public debate can last maximum 90 days. During the public debate, all comments and additional materials are collected and added into final report. 

2. If there were no public debate, or after public debate has finished, accepted Bill is again sent to the Committees, to additional analysis. 

All committees are preparing reports and Bill for the next Plenary session. 

3. National Assembly receives report from the responsible Committees and prepares Bill with all supportive documents for the next session.

During the next session starts the Amendments phase. During this phase, members of parliament, responsible committees and Bill proposers can submit Amendments to the Bill. Government and responsible committees are analysing these amendments till the end of the session. 


4. National Assembly is debating the Bill and the amendments, voting and accepting the Law

At this stage, Law is accepted and sent to the Council of peoples, with all supportive documents and reports. 



[bookmark: _Toc493784492][image: NARS - 3-2]
Picture 9 – Law adoption process in National Assembly of RS – final phase




Process Description 

1. Council of peoples receives the Law and debates about the Law, deciding if vital national interests are violated. 
There are two alternative scenarios : 
· Council of peoples decides that vital national interests are not violated. In this case, report is prepared and sent to the National Assembly, and legislation process continues
· Council of peoples decides that vital national interests are violated, and delegates the members to the joint committee with the National Assembly

2. If there is a violation of the vital national interests, National assembly receives the report from the Council of peoples and delegates its members to the joint committee

3. Joint committee debates about the Law and decide if the vital national interests are violated. 

If there is consensus and final decision is made that vital national interests are not violated, report is prepared and sent to the National Assembly, and legislation process continues. 
Otherwise, Law is sent to the Council for protection of vital national interest in the Constitutional Court of RS. 

4. Council for protection of vital national interest in the Constitutional Court of RS finally decide if there is violation of vital national interest or not. 

If Council decides that there was a violation, Law is declined and returned to the proposer. 
If Council decide that vital national interests are not violated, legislation process continues. 

5. After receiving positive answer about the vital national interest violation, National Assembly is preparing Law and sends it to the President of RS


6. President of the Republic declares the Law in 7 days from its adoption in NARS
In this period, President may require from NARS to decide about the Law once more. If the law is adopted one more time, President should declare it as a adopted Law. 

President sends adopted Law to Official Gazette of Republika Srpska for publishing.





[bookmark: _Toc493784493][bookmark: _Toc28001552]Law Adoption process in ABD


[image: BD - 1-1]
Picture 10a – Law adoption process in Assembly of Brcko District

[bookmark: _Toc506458783]Main Process Description 

1. Main process starts when proposing Beneficiary (BD Government, Members of Parliament, etc.) creates a Bill (Proposal of the Law) and prepare it for submitting to the Assembly. 

2. Bill is submitted into the assembly when document is officially received in the Register office and entered into the system. 

Every Bill needs to be prepared in two alphabets – Latin and Cyrillic. Register office receives the Bill and additional documents and classifies it according the rulebook. Bill is then entered into the electronic system and sent to President of the Assembly. President forwards the Bill to Committees who are in charge of this matter, Constitutional Committee and Legal Committee

3. All Committees are debating about the Bill and gives the judgment which can be positive or negative. 

Each Committee is analysing some aspects of the Bill (legal, constitutional, structural, etc.) and creates a report with their final judgment weather this Bill comply with the rules or not. These reports and sent to the President of the Assembly. If the judgment is negative, Bill is sent to the proposal party, asking for corrections. 
If the judgment is positive, Bill is prepared for the plenary session of the National Assembly. 


4. National Assembly receives Bill with all additional documents and starts parliamentary debate about it – first reading 

National Assembly first discuss the Committee reports which are part of the Bill documents, then debates the Bill. If the Bill is declined, legislation process ends. If the Bill is accepted, legislation process continues. 



[image: BD 2-1]
Picture 10b – Law adoption process in Assembly of Brcko District

Process Description 

1. Process continues with amendments phase. 
All authorized actors can submit amendments to the Bill, during the amendments phase. Amendments phase is limited to five days before plenary session for which second reading of the Bill is scheduled. 

2. In second reading on plenary session, members of the parliament are discussing and voting about the amendments. 

It is possible that Bill is declined during this phase. At the end, final version of the Bill with all adopted amendments is presented to the Members of parliament and this is the final step in Law adoption

3. Adopted Law is published in Official Gazette of Brcko District




[bookmark: _Toc493784494][bookmark: _Toc28001553]Modules and Functional requirements
[bookmark: _Toc493784496][bookmark: _Toc28001554]Law Drafting / Creating

The scope of this document is to define the Law drafting module in its objective to improve the current system of the legislative processes within the Parliamentary Assembly of BiH/FBiH/RS/BD through implementation of an Electronic Legislation System (eLegislation). In addition, further improvement should be in line with policies of all parliaments in BiH and EU legislative harmonization requirements (acquis communautaire), with particular regard to proper implementation in line with BiH/FBiH/RS/BD needs, capacities and legal system, including all EU laws. The new developed legislative system should directly support the twinning efforts aimed at the enlargement processes – providing direct support to the harmonization of the EU acquis.

The process of drafting legislation in the competent authorities of BiH/FBiH/RS/DB, it's usually one of the ministries, begins at the proposer where the preparatory work is carried out by experts who produce a first draft. That draft could be the subject of numerous interventions by other staff and could be the subject of many and varied amendments, before a legislative proposal is adopted by the Parliament and consolidated by the Commission.

Figure 11 shows, very simplified, the life cycle of the legal act in BiH parliaments.

[image: ]
Picture 11 - The Life Cycle of the Legislative document

In order to achieve these goals and improve the legislative adoption process, it is necessary to develop a new software system capable to support the law drafting, introducing and tracking such law from the proposal and to the its publication in the Official Gazette.

It is important to draw together the criteria that software system must meet, the problems it must address, and the type of document that we would wish to see produced.






Based on processes of Law adoption, It would be possible to implement workflows in different ways. 

This workflow could have alternative scenarios / exceptions, when some of the actors could decide to change the predefined workflow and to send document to some other user or organizational unit. 

For example, president of Collegium could decide not to send Bill to the Committees but to directly send it to plenary session, if the Bill has already been returned to proposer once and proposer made required changes. 
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Functional requirements regarding the Dashboard


e-Legislation authorized users will have a Dashboard to be notified of important business events, to quickly access details and view the upcoming activities.

On the Dashboard can be listed the following min. categories of information (available depending on the roles and rights available to authorized user of e-Parliament):

· scheduled activities for the day;
· planned activities for the upcoming period;
· notifications of tasks that need to perform user;
· notifications concerning the progress of legislative materials workflows related to the user;
· deadline notifications of completion of the tasks assigned to the user;
· notifications concerning the progress of legislative materials that are waiting for approval from the user;
· overview of all legislative materials in a certain point of workflow progress;
· quick access to most recently used legislative materials by the user
· quick access to mostly used legislative materials by the user
· list of all publicly available legislative materials available in the e-Parliament

e-Legislation will display on the Dashboard only relevant business events and data functionalities that are available per rights and roles of each authorized user.
Dashboard will group the information per category in a form of aggregated value indicators (e.g., Materials for debate 20; Materials for registration-41; etc.) which will contain hypertext reference to the relevant object.
[bookmark: _Toc26443992]
[bookmark: _Toc28001556]Viewing contents in the workspace

The functional requirements needed to implement the mechanism for reviewing the contents of the workspace within e-Legislation are shown in table 1 below:


	Description of the min. functional requirement

	e-Legislation authorized users should have dedicated workspaces with navigation capabilities to specific information contents.

	The workspace will allow users to get to the detailed information available per specific information contents available in the workspace, that would allow the users to better organize their work and will provide the necessary information at their disposal.

	Authorized users will be able to process parliament objects, with information content and workflow specifics, via the common workspaces.

	Authorized users will be able to transmit files via the common workspaces.

	e-Legislation must provide the functionality to view the contents of parliament objects and documents in the workspace user interface.

	It must be possible to manage of the following min. types of documents:
· PDF Documents;
· Microsoft Office Documents;
· Multimedia Documents.

	It must be possible to manage of the following min. types of object:
· Legislative materials
· Motions
· Questions
· Sessions
· Agenda
· Sitting
· Committee work plan
· Committee sitting

	The working space of the parliamentary users should provide instant access to high quality information and statistics, relating to legislative procedure as well as integrated desktop tools for preparation of reports, briefs etc.

	Each Parliament user should have own working space within the e-Legislation system that would provide a calendar overview of the daily agenda and daily list activities for the given date.

	User interface of the workspace will provide an efficient and intuitive mechanism for structured content information of parliament objects and documents.

	The working space of the parliamentary users should include good search tools, enabling the rapid identification and retrieval of appropriate information in a timely fashion

	Users should have reliable and timely access to appropriate information that would enable them to fulfill their role effectively, plan their schedules and promote efficiencies in their work.

	e-Legislation will take into account the user's right to access objects and documents according to the system of information security management Parliament, per their roles within parliament:
· Parliament representatives
· Parliament Secretariat professional staff
· President of Parliament
· Administrators
The system should have a so –called user desktop with a specific user interface for different user roles.


             Table 1. Functional requirements regarding the Parliament objects 
[bookmark: _Toc26443994]
[bookmark: _Toc28001557]Documents

The functional requirements for implementing the mechanisms for editing and processing documents within e-Legislation are presented in table below:
	Description of the functional requirement

	e-Legislation will allow users with appropriate rights to add documents in the legislative material

	e-Legislation will allow access to users with appropriate rights to view the documents in a particular status of the workflow

	e-Legislation will allow modify to users with appropriate rights to edit the documents in a particular status of the workflow

	e-Legislation must provide the functionality to export a document from within the e-Legislation in a PDF format

	e-Legislation will allow the approval of documents via electronic signature

	Final documents in the process shall be individually signed using a PDF Signing browser extension.

	e-Legislation must include features which demonstrate that the integrity of the document bearing the digital signatures has been maintained.

	e-Legislation must provide the functionality to store along with the electronic documents:
· Digital Signature (s) associated with the document;
· Electronic certificate (s) verifying the signature.

	To facilitate the work of users of the system, e-Legislation system shall provide functionality to generate documents based on predefined templates, with the possibility of pre-populated structured data previously entered into the system. Additionally, the user should have the option to edit documents created based on templates, using any standard applications for specific document types (eg. MS Office).

	e-Legislation system must have automatic versioning capabilities to track changes to documents, including information about users performing certain actions using major and minor versions of documents.


 Table 2. Functional requirements regarding adding documents functionalities

[bookmark: _Toc26443995][bookmark: _Toc28001558]Comments on legislative material workflows 

The functional requirements for implementing the possibility for commenting on legislative materials during the legislative life-cycle are shown in table below:

	Description of the functional requirement

	e-Legislation will provide functionality to place comments on the material workflows processes.

	Comments can be added to each version of the material.

	Any authorized user (s) involved in the processing of the material, the drawing up of the document or the supervision of these processes will be able to enter comments.

	e-Legislation will allow to add comments in additional documents by users that have rights to provide notes.

	The system must enable providing comments on specific actions of the workflow process.


Table 3. Functional requirements regarding the functionality related to comments on legislative material workflows
[bookmark: _Toc26443996][bookmark: _Toc28001559]Execution of tasks

The functional requirements for implementing the tasks to authorized e-Legislation users are listed in table below:

	Description of the functional requirement

	e-Legislation will automatically generate users ' tasks

	Tasks management component will inform via Dashboard-over critical tasks and tasks.


Table 4. Functional requirements regarding the implementation of tasks
[bookmark: _Toc26443997][bookmark: _Toc28001560]Finding materials and documents

The functional requirements that apply to the search tool and access to stored documents in the e-Legislation database are shown in table below:

	Description of the functional requirement

	e-Legislation must enable search of parliament information:
· Legislative materials 
· Plenary operations information
· Committee proceedings information
and all documents related to these objects.

	e-Legislation will provide access to documents and objects through search on the basis of the rights and roles available to the user.

	Search subsystem must support Information Trimming, e.g. search results must hide items on which current user does not have access permissions.

	Public documents will be available to all authorized users.

	The system must support free text search of documents to various document formats.

	The system must provide search using exact or partial phrase for find keywords in the document or metadata.

	The system must support Simple and Advanced Search. Simple search execute search for keywords within the attributes, metadata and content of documents. Advanced search allows filtering of the search results with complex search queries. In advanced search mode, users can select filters and input search criteria from the user interface.

	Both quick search and advanced the need to have a simple and intuitive user interface that can be used by users with average computer usage skills.


Table 5. Functional requirements regarding finding information, materials and documents
[bookmark: _Toc26443998]
[bookmark: _Toc28001561]Generate reports

The functional requirements for document generation and reports in e-Legislation are shown in table below:

	Description of the functional requirement

	e-Legislation needs to deliver a reporting functionality for administrative roles of Parliament to monitor the activity of subdivisions and employees and ensure that e-Legislation is used.

	This reporting is required in the context of the entire system, including:
· Statistics on every legislative object
· workflows’ progress;
· user activity;
· permissions and security;

	e-Legislation will have a set of reports based on audit and analysis activity intended to e-Parliament, on level of authorized user specifically, subdivision or overall:
· report of performance (number of sessions present/absence, number of legislative initiatives, a number of amendments proposed, the number of requests that are sent, the number of requests in arrears, productivity indicators, etc.);
· performance report parliamentary faction (aggregated indicators per MP who are part of the faction);
· performance report to Parliament's Committee (aggregated indicators of the activity of the Parliamentary Commission);
· performance report Permanent Bureau of the Parliament (aggregated indicators of the work of the Permanent Bureau of the Parliament);
· report of the Secretariat of the subdivision of the Parliament (aggregated indicators per employed subdivision);
· performance report for the entire whole parliamentary legislature (aggregated indicators per all MPs);
· the performance report of the Secretariat of the Parliament. (aggregated indicators per all employees of the Secretariat of the Parliament);
· lists of documents under development, prepared in late for a fixed period of time
· performance indicators;

	e-Legislation reporting platform will be used for the purpose of extracting editable printable version of documents


Table 6. Functional requirements regarding generating documents and reports
[bookmark: _Toc26443999][bookmark: _Toc28001562]Apply a decision
The functional requirements for approval decisions in e-Legislation are shown in table below:.
	Description of the functional requirement

	e-Legislation will provide the decision-making functionality (approve/reject) for users responsible within workflows.

	The categories of decision-making functionality might refer to:
· putting the document control/exclusion;
· approve/reject start workflow (e.g.: examination of the draft decision the legislative act);
· approve/reject draft document;
· decision development workflow (choosing alternative development work flow or changes in workflow evolution);
· other categories of decisions.

	The workflow will evolve depending on the user's decision with the decision-maker role.

	e-Legislation will allow the user Parliament's President to be able to kick off a workflow even though documents and data entered do not match the constraints (for example: all mandatory documents were not attached to the material, failure to comply with time constraints, etc.).

	e-Legislation will allow the user Parliament's President to be able to decide on transitions through workflow stages even though there have been constraints on those transitions.


Table 7. Functional requirements regarding applying decisions
[bookmark: _Toc26444000][bookmark: _Toc28001563]Digital signing
	Description of the min. functional requirement

	e-Legislation system should provide support for digitally signing XML logical packages, including metadata, attachments and related activities (approval, rejection, review,…), using at each step in the approval process digital signatures offered by the Center for Public Key Certification.

	e-Legislation should enable digital signing through a browser extension for digital signing of XML, without the need for Java installation.

	Browser extension for XML signing shall be fully compatible with leading web browsers: Google Chrome, Firefox, Opera and Edge. 

	Browser extension for XML signing shall be approved and shall be part of the official store of the leading web browsers: Google Chrome, Firefox, Opera and Edge

	e-Legislation system should provide support for digitally signing of PDF documents in order to provide document integrity, validity and document approval by authorized user.

	e-Legislation should enable digital signing through a browser extension for digital signing of PDF, without the need for Java installation.

	Browser extension for PDF signing shall be fully compatible with leading web browsers: Google Chrome, Firefox, Opera and Edge. 

	Browser extension for PDF signing shall be approved and shall be part of the official store of the leading web browsers: Google Chrome, Firefox, Opera and Edge

	The browser extension for digital signing of PDF documents shall support digital signing with visible and invisible signatures on PDF documents

	The browser extension for digital signing of PDF documents shall support management of the visible signature with possibility for adjusting position and signature image by the end-users

	The browser extension for digital signing of PDF documents shall support signing of large PDF documents (<200 MB)

	The browser extension for digital signing of PDF documents shall be licensed for all four parliaments and shall include subscription for minimum 12 months

	The browser extension for digital signing of XML shall be licensed for all four parliaments and shall include subscription for minimum 12 months


Table 8. Functional requirements regarding digital signing
[bookmark: _Toc26444001][bookmark: _Toc28001564]Mobile applications

	Description of the min. functional requirement

	The Bidder shall deliver mobile apps witch support all relevant functionalities of the desktop (web based) system 

	The mobile apps shall include support for approval actions

	The bidder shall deliver mobile apps on following platforms: Android and iOS

	Mobile aps must natively support the mobile OS (iOS and Android OS). Hybrid applications (incorporating web view from e-Legislation system) is not sufficient

	Mobile aps must be approved and published and be part of the official stores of Apple and Google (Apple Store and Google Play)


Table 9. Functional requirements regarding mobile applications

[bookmark: _Toc26444002]
[bookmark: _Toc28001565]e-Legislation legislative processes and parliamentary control
[bookmark: _Toc26444003][bookmark: _Toc28001566]Legislative materials 
	Description of the functional requirement

	The creating of draft acts should be done by using one of the e-Legislation process templates for legislative materials.

	The system must support different legislative processes, depending on the type of acts considered under the Rules of Procedure. 

	Security subsystem must restrict the availability of material actions according user's permissions. 

	The e-Legislation system should support draft-act automatic versioning

	The e-Legislation system should use of version to keep track of changes. When a document is saved in the system for the first time, the system assigns a version that should be changed every time the document is edited and saved.

	History of drafts before registration is optional and according to the needs of the draft owner

	The users of the system need to have access to a list of materials, where they will be able to see all the materials that are in procedure.

	When accessing a chosen material the user should see the whole history of that material including all the documents related to it, the collected signatures, amendments, deadlines and everything which is related to Rules of procedure.

	The list with the material history should be seen fully or with restrictions depending on the uses’ role.

	e-Legislation system must be able to provide compound documents, i.e. document with other documents contained in it. Compound documents may be composed of different versions of different documents in different formats. Compound document has content versions and all features as regular documents. 

	All contained documents within the compound document are independent objects with their versions, content and meta data. e-Legislation must have possibility to store history of compound document content, i.e. snap shots of compound documents.

	e-Legislation must provide full data integrity across the entire system (documents, meta data, dictionaries etc.)

	e-Legislation must provide possibility to create templates for all relevant legislative and other type of documents.


Table 10. Functional requirements regarding legislative materials
[bookmark: _Toc26444004][bookmark: _Toc28001567]Legislative processes 
	Description of the functional requirement

	e-Legislation system should cover the whole legislative process within the parliament, from preparation of draft acts, their presentation, until the final stage of adoption and publication. Legislative processes for acts must be in accordance with the Rules of Procedure.

	All legislative materials within the e-Legislation system shall be ready once minimum meta-data is defined and required documents are attached.

	The e-Legislation system itself should be able to guide the user and alert if certain metadata is required to complete the material

	The e-Legislation system should also provide the users with recommendations about the next steps that need to be taken in order to prepare the material according to the Rules of Procedure

	Once a material is created within the e-Legislation system, the user can add the necessary documents to the material.

	The material creator can assign additional contributors that can also work on the preparation of the material.

	While preparing the material the initiator can change the basic information for the material and can also delete and remove the material from the system.

	The approval of the materials should be done according to the Rules of Procedures.

	During the approval process, if the material is not properly prepared, it can be sent back for corrections.

	The system must provide the possibility to generate statistics and customized reports monitoring legislative process.

	All the material types and possible statuses for each material that are defined in the Rules of procedure should be supported by the e-Legislation system

	The system should support different workflows for the different material types defined according to the Rules of procedure

	The e-Legislation system should support actions, distributions, notifications and validation for each material and status defined in the Rules of procedure


Table 11. Functional requirements regarding legislative process

[bookmark: _Toc26444005][bookmark: _Toc28001568]Amendments 
	Description of the functional requirement

	Amendments can be created in the system itself, using templates.

	Amendments can be registered electronically by submitting the amendments electronically through the system.

	The system should allow all the amendments related information to always be associated with the amendment itself

	The users of the system should be able to create a new amendment, search an existing amendment, add documents to it or sign it after it will be completed.

	The e-Legislation system should provide a possibility to record and monitor the status of the amendments.

	The users should be able to follow the current status of the amendment within the process at any time.

	The system shall automatically and in real time update all data, activities, reports and statistical indicators for the amendments


Table 12. Functional requirements regarding amendments
[bookmark: _Toc26444006][bookmark: _Toc28001569]Parliamentary questions 
	Description of the functional requirement

	The system should include a module for the questions in the parliament addressed to a Minister with inquiry regarding some issue.

	The solution must support the process of handling questions and answers per defined procedure.

	The users of the system should be able to create a new question, search an existing question, add documents to it.

	The e-Legislation system should provide a possibility to record and monitor the status of the questions.

	Amendments can be created in the system itself, using templates.


Table 13. Functional requirements regarding parliamentary questions


[bookmark: _Toc26444007][bookmark: _Toc28001570]e-Legislation parliamentary work
[bookmark: _Toc26444008][bookmark: _Toc28001571]Session
	Description of the functional requirement

	The e-Legislation system should cover the whole lifecycle of the session including organizing, recording, scheduling and closing of the session.

	The e-Legislation system should provide a list with all the plenary sessions.

	The users should be able to view Plenary sitting attributes (number, date, status and location) and the agenda.

	The users should be able to see all the documents that are related to a specific sitting.

	Depending on the sitting phase or the privileges that the user has, the system should restrict documents access can be opened for editing and/or for review (read-only documents).

	The system should support scheduling sessions for specific date/time and venue (hall)

	The system should have a possibility to interrupt the current sitting and reschedule it for other day.

	The system should have a possibility for adding recording and live streaming of sitting

	Announcement of the sitting and notification to the members

	Supporting tools for sitting’s records management (agenda, conclusions, laws, minutes, voting results, video and audio recording, etc.)

	Associating transcripts (text documents), video or audio files per sitting

	The system shall automatically and in real time update all data, activities, reports and statistical indicators for the sessions.

	Each user should see all related documents and conclusions for each topic of the session prior the session begins.


Table14. Functional requirements regarding sessions

[bookmark: _Toc26444009][bookmark: _Toc28001572]Parliamentary agenda 
	Description of the functional requirement

	Process of preparation of a draft agenda should be fully supported

	Authorized user should be able to change the general data about each sitting, add new items to the agenda, edit existing or add new documents.

	Possibility to change the agenda at the beginning of the sitting including adding/removing or reordering agenda items.

	Managing of agenda items and related documents status.


Table 15. Functional requirements regarding parliamentary agenda

[bookmark: _Toc26444010][bookmark: _Toc28001573]Committee meetings 
	Description of the functional requirement

	The e-Legislation system should cover the whole lifecycle of the committee meetings including preparation, organizing, recording, scheduling and closing of the meetings.

	The e-Legislation system should show a list with all of the committee meetings

	The users should be able to access all the documents that are related to a specific meeting.

	Access to the session document should be controlled by the system based on the session phase or the privileges that the user has, the documents can be opened for editing and/or for review (read-only documents).

	The system should support scheduling of the meetings for specific date/time/venue (hall)

	The system should have a possibility to check the availability of specific hall/venue

	The system should have a possibility to interrupt the current meeting and reschedule it for other day

	The e-Legislation system should have a functionality for recording and/or live streaming of the committee meetings

	The e-Legislation system should have supporting tools for meetings’ records management (agenda, conclusions, minutes, voting results, video and audio recording, etc.)

	The system should be able to measure the performances and to monitor the committee meetings


Table16. Functional requirements regarding committee meetings

[bookmark: _Toc26444011][bookmark: _Toc28001574]Committee agenda 
	Description of the functional requirement

	The users should be able to view the general data about each meeting (number, date, status and location) and the meeting agenda.

	The system should have a search option for materials that can be put on the agenda.

	The e-Legislation system should support the preparation of a draft agenda

	Authorized user should be able to change the general data about each session, add new materials, or change the agenda.

	System should provide option for editing agenda at the beginning of the meeting including adding/removing or reordering agenda items

	The system should also support recording and managing session agenda and schedule


Table 17. Functional requirements regarding committee agenda

[bookmark: _Toc26444012][bookmark: _Toc28001575]e-Legislation administration and configuration
[bookmark: _Toc26444013][bookmark: _Toc28001576]Central Administration and Configuration subsystem


	Description of the functional requirement

	e-Legislation system must have a module for centralized management and configuration

	The Central Administration and Configuration subsystem shall be user friendly and easy to use. 

	The Central Administration and Configuration subsystem must support management of parliamentary compositions, sessions, meetings and sittings for every for multiple legislatures

	The Central Administration and Configuration subsystem must support management of Parliamentary Groups, Committees, MPs, Cabinets of the Speaker, Standing Bureau, Secretary General and Parliament Secretariat 

	The administration subsystem must have a user search option. 

	The administration subsystem shall support configuration of calendar (Working and non-working days calendar) which shall be used by legislative processes. 

	The administration module should have interface to view and modify e-Legislation system language 


Table18 . Functional requirements regarding Administration and Configuration component

[bookmark: _Toc26444014][bookmark: _Toc28001577]Managing users, roles, groups and rights

The functional requirements for implementing the user management tool, roles, groups and rights of authorized e-Legislation users are shown in table below:

	Description of the functional requirement

	e-Legislation will provide a mechanism for the management of profiles (accounts) to all authorized users.

	The computer system will allow the user access blocking/unblocking.

	Within the users ' profiles will be able to manage the following types of data:
· user name;
· name (First and Last name);
· contact Email address;
· contact telephone number;
· access password;
· the departments where belongs the user;
· the institutions where belongs the user (for external users);
· the roles of the user;
· strategy for authentication (username + password, digital certificate, identity, Active Directory);
· active account on/off;
· profile picture;
· user certificate.

	Profiles of users will be able to add only users with role e-Legislation Administrator.

	e-Legislation will provide roles management mechanism.

	A user can have attached several roles.

	e-Legislation users shall be assigned to specific departments, working groups and positions in accordance with the organizational structure of the Parliament and according to the Rules of procedure of the Parliament.

	e-Legislation will provide a mechanism for the management of user groups.

	When user is added to a user group e-Legislation will automatically assign the user to user group specific workspace.

	A user can be part of multiple groups of users (e.g., a lawmaker can be part of the Group of Deputies, members of the Group of the Standing Committee and the Permanent Bureau, and members will have access to the 3 categories of workspaces: plenary, Commission and Office permanently and the workspaces of the plenary, the Commission and the Permanent Bureau).

	Administrators should be able to add, modify and delete users and groups of users in the system. 

	Administrators must be able to change the rights, permissions and user roles for all system functions.


Table 19. Functional requirements regarding the management of users and roles

[bookmark: _Toc26444015][bookmark: _Toc28001578]Parliamentary composition management

The functional requirements for managing parliamentary composition are presented in table below:

	Description of the functional requirement

	e-Legislation must support managing different parliamentary compositions.

	Parliamentary composition should be defined with period of activity, number, and all users, roles, groups and rights within a parliamentary composition.

	e-Legislation must support authorizing user access per parliamentary composition, where users are defined as members of parliament or parliament officials within different departments.

	e-Legislation must support defining committees and manage committee membership per parliamentary composition.

	e-Legislation must support creation of plenary sessions, sittings, agenda within a parliamentary composition. 


Table 20. Functional requirements regarding the management of parliamentary composition

[bookmark: _Toc26444016][bookmark: _Toc28001579]Permission management 

The functional requirements of administrative activities specific to e-Legislation are presented in table below:

	Description of the functional requirement

	Managing user permissions and role membership should be part of the administration module

	Permissions should be managed on user role level per:
· parliamentary objects
· metadata fields
· documents
· reporting

	Permission management on parliamentary object should grant permission on user roles in each workflow state, by defining which user roles can:
· view object, and/or
· make an action

	Parliamentary objects that must have permission management are:
· Legislative materials – related to the legislation acts, questions, motions
· Plenary operations – enabling planning and execution the work of the parliament
· Committee proceedings – planning and execution of the work of committees

	Permission management on metadata fields is defined per object metadata granting rights per user roles to:
· View metadata, or
· Edit metadata

	Permission management on documents is defined per parliamentary object granting rights per user roles to:
· View document, or
· Edit document

	Permission management on reports should enable granting rights per user roles to view end export a report.

	The e-Legislation system security must enable individual users to browse and view only parliamentary objects (workflow items) on which he/she has proper authorization and permissions.

	The e-Legislation system needs to support Information Trimming, e.g. to hide information (data, actions, materials and documents) on which the users does not have appropriate permissions

	Security must be provided such that organizational and legislative process defined hierarchical access to view/control items can be defined and administered within the system.

	Security must extend to documents, such that access to specific documents can be controlled through security parameters

	The system must allow ad-hoc provision of rights of access to documents and other items regardless of the type of protection / security and organizational structure.


Table 21. Functional requirements regarding the management of permissions

[bookmark: _Toc26444017][bookmark: _Toc28001580]Creating document templates

The functional requirements for creating a template for documents made through the e-Legislation are shown in table below:

	Description of the functional requirement

	e-Legislation it will provide the functionality of the configuration and implementation of template of document workflows.

	The service provider will configure and implement all related documents templates workflows e-Legislation that correspond to capabilities to deploy and configure them.

	The system should allow users with no programming skills to define new templates or modify existing ones. Such templates should be stored in repository.

	e-Legislation must allow specific types of already used documents, to have standardized forms (i.e. amendments, questions, decisions, opinions etc.), so templates could be defined and made available when creating such documents. Template would lunch per relevant user action.

	Based on indexed data, describing and pre-filling the form, the system would allow authorized user to complete the templates using e-Legislation or one of standard applications (i.e. MS Office).

	e-Legislation must support generating conclusion document based on predefined document templates with automatic fulfilment of data from the system (agenda, time, date, …) in the processes of plenary operations.


Table 22. Functional requirements regarding the creation of templates for documents

[bookmark: _Toc26444018][bookmark: _Toc28001581]Auditing 

	Description of the functional requirement

	The system must have Auditing capabilities with tracking of all the events and changes taking place in the system.

	The system should provide security administrators the ability to configure audit parameters in the e-Legislation Audit subsystem 

	e-Legislation must enable configuration of audit per different parliament objects that are of type:
· Legislative materials – related to the legislation acts, questions, motions
· Plenary operations – enabling planning and execution the work of the parliament
· Committee proceedings – planing and execution of the work of committees

	Audit configuration should be able to define audit parameters consisting of information about:
· Parliamentary object
· Is audit enabled
· Old object value is it audited 
· New object value is it audited 

	The system should provide security administrators the ability to browse and filter events, objects and users and specific details of user actions provided by the e-Legislation Audit subsystem


Table 23. Functional requirements regarding auditing

[bookmark: _Toc26444019][bookmark: _Toc28001582]Notifications configuration

	Description of the functional requirement

	Administration module should provide functionality for managing the system notifications

	The administration module should have interface to view and modify content and look and feel of notifications, including metadata information from e-Legislation records.

	System should automatically send notifications based on templates to various receptions in the process.


Table 24. Functional requirements regarding notifications configuration

[bookmark: _Toc26444020]
[bookmark: _Toc28001583]

Other Functional requirements 
[bookmark: _Toc26444021][bookmark: _Toc28001584]Standards

The functional requirements for applied standards of e-Legislation users are presented in Table below:


	Description of the min. functional requirement

	The system must have possibility to export metadata and legal XML schema on CEN MetaLex standard or AKOMA NTOSO. This shall allow standardization and representation of sources of law in XML.

	Possibility to define Back-end XML schema - Each new created document will have have its own underlying XML structure based on METALex standard

	The purpose of an XML Schema is to define the building blocks of an XML document such as elements and attributes that can appear in a document, data types for elements and attributes, number of (and order of) child elements, default and fixed values for elements and attributes.


Table 25. Functional requirements of applied standards

[bookmark: _Toc26444022][bookmark: _Toc28001585]User Authentication

The functional requirements for implementing the authentication service of e-Legislation users are presented in Table below

	Description of the min. functional requirement

	e-Legislation will provide authentication services for authorized users of e-Legislation and third-party computer systems of Parliament.

	Depending on the user (profile configuration data) authentication service e-Legislation will take account of the following login options:
· authentication via user name + password;
· authentication via digital certificate;
· authentication via Active Directory.

	e-Legislation can provide user authentication 

	User authentication service of e-Legislation will provide the mechanism for Single Sign-On 

	All authentication and logout events will be logged 

	SSO should support Web Single-Sign-On, SAML, OAuth, OpenID Connect, WS* interoperability, Claim mapping, Application Federation and LDAP directory services


Table 26. Functional requirements regarding user authentication

[bookmark: _Toc26444023][bookmark: _Toc28001586]

User Authorization

The functional requirements for the implementation of the e-Legislation authorization service are listed in table below:


	Description of the functional requirement

	e-Legislation will provide functionality for authorization of user that is authenticated on interface facilities, data and documents.

	Depending on the user (profile configuration data), its accessible roles authorization service will deliver the necessary data e-Legislation Setup program interface for the user logged in.

	Depending on the user (profile configuration data), its accessible roles, groups which belongs to the rights given explicitly defined authorization service will deliver the necessary data e-Legislation setup data access limitations and files for the user.

	e-Legislation you will be able to receive the necessary authorization data of authenticated user in e-Parliament

	e-Legislation you will be able to provide, in specific cases, authorization data for other information systems of the Parliament 


Table 27. Functional requirements regarding user authorization
[bookmark: _Toc26444024][bookmark: _Toc28001587]Indexing 

The functional requirements for implementing the indexing tool for e-Legislation documents and records are presented in table below:

	Description of the functional requirement

	e-Legislation system must be able to automatically index meta information for documents and related structured data stored within the system.

	The system shall index the documents in official languages. 


Table 28. Functional requirements regarding indexing
[bookmark: _Toc26444025][bookmark: _Toc28001588]Event recording

The functional requirements relating to the recording of e-Legislation business events are presented in table below:

	Description of the functional requirement

	e-Legislation logging mechanism will include all events that are configured in audit management component. 

	The system shall log to the following categories of events:
· user authentication;
· add/change/suppress/record/document permissions;
· business events that are specific to workflows Parliament (approval, document, document distribution, workflow transitions, etc.);
· other specific business events.

	Event logging will keep a sufficient data set in order to be clear on the nature of the data modified or added and can be easily retrieved the records affected by the events of action on entities in e-Parliament.


	Event logging will contain a reference for direct access to the information object (document, form, etc.) related to the event.

	e-Legislation will supply the generation mechanism of logging events related reports.

	Logging mechanism will log critical business events.


Table 29. Functional requirements regarding the event recording

[bookmark: _Toc26444026][bookmark: _Toc28001589]Notifying users

The functional reporting requirements for authorized e-Legislation users are listed in table below:

	Description of the functional requirement

	e-Legislation will provide functionality to notify the users of business events which are requiring their involvement. 

	e-Legislation you will be able to notify both internal actors (authorized users e-Parliament) as well as external actors (e.g.: public authority submitting legislative proposals, government etc.).

	Notifications can be provided as:
· notification by Email;
· notification in the dashboard of the user;

	Notifications could be related to events such as:
· traceability of documents events within a parliamentary workflow;
· realization term is exceeded;
· event agenda proposed for acceptance/announced/that will run in a while;
· the need for user involvement in workflows;
· necessity to carry out actions approved;
· the result of the action requested by the user (acceptance, registration document, document approval, document approval refusal, etc.);
· events of traceability of the document work flow (in the case of the monitoring of the development of the document review process);
· problems affecting the performance of the e-Parliament;
· assignment of user tasks;

	Notification stored in the dashboard user will have direct access to the reference record/document/workflow/electronic form related to notification.


	e-Legislation system must support integration with SMS providers for sending text messages and SMTP for email notifications.


Table 30. Functional requirements regarding the process of users notifications
[bookmark: _Toc26444027][bookmark: _Toc28001590]
e-Legislation non-functional requirement
This section of the Reference Requirements sets the requirements for the non-functional features that e-Legislation must have. The computer solution subject to this procurement must meet the non-functional requirements as outlined below.
[bookmark: _Toc26444028][bookmark: _Toc28001591]Licensing and Intellectual Property Requirements
Parliament will have the non-exclusive right to use the application software required for this indefinite period will not have the right to sell or transmit software applications to third parties. The software applications will remain intellectual property of a software supplier who is entitled to develop, equip and sell them as a product or service to other users.
All data stored in e-Legislation databases is owned by Parliament. Access to these data throughout the entire contractual period of the supplier and beyond, is subject to the terms and conditions of confidentiality of information.
The bidder will submit its proposal model for a license for the e-Legislation solution, which will satisfy the above requirements. 
[bookmark: _Toc26444029][bookmark: _Toc28001592]System architecture requirements
The e-Legislation architecture must be in line with the needs of the Parliaments in terms of the flexibility and maintenance of the IT system. The Parliament advocates a modular architecture based on interoperable components. These principles must be visible at all levels of the e-Legislation architecture.

[bookmark: _Toc26444030][bookmark: _Toc28001593]General requirements for the e-Legislation architecture

Table following contains a specification of non-functional general requirements submitted to the architecture of the e-Legislation computer system.

	Min. Requirement

	The e-Legislation architecture must be based on open standards, supporting for the most common open standards (XML, XSD, XSLT, WSE, (X)HTML, WebDAV, SOAP).

	The e-Legislation architecture must be Service-Oriented (SOA).

	The e-Legislation architecture will be a client-server type, organized in at least 3 vertical levels, clearly separated, so each higher level depends only on its lower level - data level, the logic and the presentation layer (data layer, business layer and presentation layer).

	The solution shall support hosting in physical servers, virtualization platform or in the Cloud

	The e-Legislation architecture should be tailored to the implementation and use in virtualized environments.

	The system should allow, if necessary, separating architectural levels servers (both physical and virtual) different.

	The communication between all system components will be secure, using the internal interfaces of the system components for this purpose.

	The solution should provide redundancy at each node through Failover Clustering and / or Network Load Balancing

	Bidder must provide a detailed solution design and architectural design for planned installation of the proposed product

	The e-Legislation should be accessible from both Internet and Intranet.


[bookmark: _Toc26444031][bookmark: _Toc28001594]				Table 31. General requirements submitted to the e-Legislation architecture


[bookmark: _Toc28001595]Requirements for the presentation level of the e-Legislation architecture

The degree of presentation of the architecture is responsible for ensuring the interaction of users with the business functions of e-Parliament. This level of architecture manages how users access and use the functions of the IT system and to perform their work tasks and for administrative purposes.
The following table contains a specification of non-functional requirements submitted to the level of presentation of the architecture of the e-Legislation computer system.

	Min. Requirement

	The e-Legislation will allow the user to use a single client application to access all business functions for which the user is authorized. Exceptions are allowed for roles with privileged rights.

	The client application can be run in standard operating environments or minimal configurations by the User (for example, only standard system software).

	The standard client application for e-Legislation will be the WEB browsers.

	The e-Legislation will be compatible with a latest generation main web browsers (Microsoft Edge, Internet Explorer, Google Chrome, Opera, Mozilla Firefox) on Windows and Safari on MacOS.

	The presentation level will not implement business rules, except validation of input data.



[bookmark: _Toc26444032]Table 32. Requirements for the presentation level of the e-Legislation architecture

[bookmark: _Toc28001596]Requirements on the e-Legislation architecture business logic

The business logic of e-Legislation architecture implements the basic functionalities of the IT system. Business logic is responsible for accessing, processing, and transforming data from applications, managing business rules, and ensuring consistency and accuracy of data.
The level of business logic is accessed through the presentation level to make the business functions of the IT system available to users. It can also provide these functions to external IT applications through specialized application interfaces, which are also part of the business logic level. 
The SOA architecture requires a high degree of granularity at the level of blocks that are components for business logic. Each logical block provides its functions through internal and / or external interfaces. Other business logical components, presentation-level components, or external systems can access to them.
The following table contains the specifications of the non-functional requirements that are developed at the level of business logic of the architecture of the e-Legislation computer system.


	Min. Requirement

	The level of business logic must be completely independent of the level of presentation and applications that directly access the level of business logic (through specialized application interfaces).

	The level of business logic must have a completely modular architecture based on components that can be used and abstract interfaces. At this level, there must be no identical functionality made by different components at this level (for example: data access).

	The business logic level must include and define the "business workflow" and the components of the "business entity".

	The access to the components of "business entity" will be done through the components of "business workflow".

	The business entities must be clearly identified at the level of business logic and encapsulated in components of the type "business entities".

	Components of the type "business entity" must be complete and contain all business data and logic associated with the business entity that it possesses, necessary for conducting business operations, applying the relevant business rules, and maintaining the integrity and accuracy of the contained data.

	The business logic components must communicate with each other through dedicated internal interfaces/functions (tight coupling).

	The business logical components must be accessible to external applications only through external application interfaces defined for that purpose.

	The architecture at the level of business logic will allow them competitive access to the e-Legislation objects and functions.


[bookmark: _Toc26444033]Table 33. The requirements of the level of business logic of the e-Legislation architecture
[bookmark: _Toc28001597]Requirements relating to the Technological Platform
The technology platform is composed of all software and hardware components needed to provide an operational environment in which e-Legislation will operate. The technology platform includes: development platforms and programming languages in which the code of the computer system develops, systems for managing databases, operating systems on which the system components can work, a specific guarantee is needed for the program to work properly on the computer system, the hardware platform on which the system components function, etc.
In order for the system to be accommodate, flexible and easy to maintain, there must be a minimum level of systemic dependence on the technology platform that processes its components.



[bookmark: _Toc26444034][bookmark: _Toc28001598]General requirements for the e-Legislation technology platform

The following table contains a specification of non-functional general requirements submitted to the e-Legislation IT platform:

	Min.Requirement

	The technologies at the level of the technology platform must be homogeneous (a minimum number of different technologies, for example: the same middleware and database operating systems).

	The e-Legislation must support the creation, modification, processing, storage and access of text in Unicode format.

	The bidder will offer in its offer comprehensive and exhaustive information about the technology platforms supported by its application and the relevant restrictions.

	The e-Legislation should provide support for XML and Web 2.0 technologies.

	System must natively supports Simple Network Management Protocol (SNMP) traps

	The solution shall store the content (documents, tables, images, video, sound, and metadata) in a relational database management system.

	The e-Legislation must use a database management system MS SQL Server that is available at Parliament.


Table 34. Requirements for the level of business logic of the e-Legislation technology platform

[bookmark: _Toc26444035][bookmark: _Toc28001599]Requirements for the level of digital signing on the e-Legislation Technology Platform

This section contains the conditions of the technologies that are present at the level of e-Legislation digital signing of XML and PDF documents. 

The following table contains all requirements specific to the level of data from the e-Legislation technology platform:
	Min. Requirement

	The browser extension for digital signing of XML shall provide digital signing of XML documents with compliance of the following standards XMLDSig XADES (XADES Basic, XADES-T, XADES-XL)

	The browser extension for digital signing of XML shall be fully compliant with XAdES (XML Advanced Electronic Signature) standard for digital signing and the compliance shall be verified using ETSI Signature Checker (http://signatures-conformance-checker.etsi.org/pub/index.shtml) in accordance with ETSI 101 903, TS 103 171 and EN 319 132-1&2.

	The browser extension for digital signing of XML shall support LTV signing of XML documents.

	Browser extension for digital signing of XML must be with at least included 12 months subscription and auto update.

	The browser extension for digital signing of PDF documents shall enable digital signing of PDF and PDF-a documents with compliance with the following standards PDF (ISO 32000-1), PAdES Basic, PAdES Enhanced, PAdES LTV (long term validation) and PadES LTA (Long Term with Archive time-stamps).

	The browser extension for digital signing of PDF documents shall be fully compliant with PAdES (DF Advanced Electronic Signature) standard for digital signing and the compliance shall be verified using ETSI Signature Checker (http://signatures-conformance-checker.etsi.org/pub/index.shtml) in accordance with TS 102 778 and EN 319 142-1&2.

	The browser extension for digital signing of PDF documents must support integration with national TSA authority and to include time stamp

	Browser extension for digital signing of XML must be with at least included 12 months subscription and auto update.


Table 35. Requirements of digital signing for the e-Legislation technology platforms

[bookmark: _Toc26444036][bookmark: _Toc28001600]Requirements of Technological level of the e-Legislation technological platform

This section contains the requirements for the technologies used by the e-Legislation platform. The following table contains all the specific technology requirements of the e-Legislation technology platform.

	Min. Requirement

	All system components (for example: middleware, databases) must work on Windows Server 2016 operating systems or newer operating systems. 

	The e-Legislation components shall work on standard hardware, available to be freely purchased by Parliament on the BiH market.

	The bidder shall include in its offer all detailed information on the recommended technology platform (within the limits of the available alternatives), taking into account the needs of the Parliament set forth in this questionnaire.
In the case of a winning bid, this will be the basis for the establishment of a technology platform that applies to the system. 


Table 36. Requirements of technologies for the e-Legislation technology platforms
[bookmark: _Toc26444037][bookmark: _Toc28001601]Requirements for a interoperability framework
The interoperability e-Legislation is a feature of the IT system for communicating with other IT applications. The system architecture establishes the interfaces that must exist between e-Legislation and other Parliament systems or public authorities in the Bosnia and Hercegovina. 
The following table defines the requirements for the interoperability features of e-Legislation requested by the Parliament.



	Min. Requirement

	All interfaces exposed by e-Legislation must be based on open standards. All the flow of messages between e-Legislation and external entities will be achieved using open standards (XML, XSLT, WSE, (X)HTML, WebDAV, SOAP).

	The e-Legislation will have application interfaces listed in the future ICT architecture document, in addition to the reference conditions.

	The system will have standard interfaces 

	All system interfaces should be properly documented (for example: using the Web Services Description Language model).

	The e-Legislation system shall support web service integration with external systems by supporting following specific standards and protocols: 
· Minimum SOAP 1.2or newer
· Single WSDL with all complex datatype
· The SOAP message must include security header containing claim data for consumer user. This header must be encrypted and digital signed according with OASIS Standard
· The claim user data must be included as a SAML Token
· The web service must be registries as a relying party in the single sign on, and configure SSO to provide data for authentication and authorization of the consumer user
· Implementation of web service must support the flowing standards and protocols (WS Federation, WS Security, WS Trust, WS Addressing, WS Policy)


Table 37. Requirements of the e-Legislation interoperability framework

The e-Legislation should take into account the related aspects of the computer technologies and initiatives used in the field that is valid in the territory of the Bosnia and Hercegovina. 

[bookmark: _Toc26444038][bookmark: _Toc28001602]Performance requirements
The e-Legislation must have the ability to process in due time transactions made by Parliament users in accordance with the volume resulting from the Parliament activity. 
The following table identifies the performance requirements to which e-Legislation must respond.

	Requirement

	The search response time of an external user/service should not exceed one second (it does not apply to generating a report).

	The e-Legislation must be able to manage up to 300 authorized users

	The bidder will include in the administration and operation of the system to guide process information that can reduce the efficiency of e-Legislation and its recommendations for the simultaneous operation of these processes (for example: it is not advisable that the X process for generating daily reports, simultaneously with the process Y of generating a backup copy).

	The report generation and access to business analysis information should not affect the operational performance of the system at the transaction processing level.
The system documentation will identify significant performance impact reports and the supplier's recommendations for generating those reports will be formulated in such a way that it will not affect the e-Legislation performance indexes.

	The bidder shall indicate in its tender the guaranteed minimum values for the characteristics of the operation of the system in relation to the technology platform recommended by the bidder.


Table 38. Performance requirements of the e-Parliament
[bookmark: _Toc26444039][bookmark: _Toc28001603]Requirements of user interface and ergonomics
The system interface must be user friendly, easy and intuitive to use. The time required for training to use e-Legislation should be minimal. The users will have access to support information at any time to facilitate the proper use of the system. 
The following table contains requirements for user characteristics to which e-Legislation must respond.

	Min. Requirement

	All business functions accessible e-Legislation users must be able to be accessed by graphical user interfaces.

	The system must have friendly user interfaces, intuitive and convenient in usage for users with non-administrator role and the administrator. Information required for the performance of their duties the user service should be visible and accessible.

	User interface e-Legislation must have unique styles of graphic design. Graphics and texts used should be used consistently from the point of view of meaning associated with them.

	All users must be interfaces developed at least in official languages and alphabets. The user will be able to select the language version of the user interface.

	Interface users will be optimized for desktop computers or laptops with widescreen resolution.

	e-Legislation it has, for the most important functionalities, the possibility of adapting the user interface (the interface will deliver responsive design) depending on the device used by the (notebook, desktop computer, Tablet, smartphone).

	e-Legislation must allow the definition or translation of centralized specific terms used within the system (example: Delete = Remove). These terms will be picked in a manner that is in all cases to use their system.

	e-Legislation will allow saving of intermediate operations initiated by the user (automatically or at the request of the user).

	e-Legislation must have integrated search function. Procedures for data retrieval and records will be achieved through simple searches (specify some search strings) or searches of higher complexity, through which you can achieve a more exact information filtering

	The contents of any table of results must be exported either in format DOC/XLS/XLSX, DOCX and PDF.


Table 39. Requirements of the e-Legislation user interface
[bookmark: _Toc26444040][bookmark: _Toc28001604]Scalability requirements
When using the e-Parliament, the number of processed transactions and competing users can be significantly increased or reduced from one period to another. To rational use of processing resources, the IT system must be adaptable (up and down). 
The following table contains the scalability requirements that apply to the e-Parliament.

	Min. Requirement

	The e-Legislation will provide increased processing capacity without interrupting their operations. To this end, the system will support the horizontal expansion of the processing capacity (for example: adding new servers and load balancing).

	The e-Legislation can be configured to automatically adjust to key levels (lag sensitive). The system will be adjusted up and down.

	The system must be capable of serving virtually an unlimited number of transactions, with conditions of adequate allocation of resources for data processing and storage. The resources will be allocated horizontally (allocation of new servers without increasing the performance of existing servers).

	The system must be scalable; the e-Legislation must be able to expand the number of the users, with no change in the initial solution and with no further licenses. The solution should be scalable both vertically, as well as horizontally. The bidder should specify the architecture for planned vertical and horizontal scaling.

	The system must ensure a balanced distribution of load on different hardware and software to operate the system within acceptable parameters with increasing system load.


Table 40. Scalability requirements of the e-Parliament
[bookmark: _Toc26444041][bookmark: _Toc28001605]Requirements of providing security
The e-Legislation must allow appropriate control over the risks related to the security of information relating to the use. Security measures being implemented must comply with security policies approved in the Parliament and ensure adequate prevention, detection and response to security incidents.
The e-Legislation must implement a multi-layered security approach at the system level and have the capacity to integrate into the institutional model Parliament for information security management .
This section sets the requirements for the security features of the system required by the Parliament.
[bookmark: _Toc26444042][bookmark: _Toc28001606]Security architecture requirements

This section contains the security architecture requirements implemented within the e-Parliament. The following table contains all the requirements of the e-Legislation security architecture.

	Min. Requirement

	The e-Legislation architecture must be conceived using a Secure by Design approach.

	The security architecture of the e-Legislation system must be documented at the technical level. 

	The documentation will describe the implemented security model, the present components, and the role of each component in terms of security.

	The documentation will include the network-level specifications of the system components and the network provider's network access rules that should be set by the Parliament for secure access to all system components (for example, a communication link between services).

	All system processes associated with system components will work with minimum privileges required to perform assigned tasks.

	All access credentials used by the application must be configured in the administrative interfaces. The e-Legislation will not contain hard-coded access credentials.

	The e-Legislation will not store stored credentials in the open form at the level of its components (in the database, configuration files). 

	All external e-Legislation interfaces will be accessed using secure authentication methods (for example: certificate X.509).

	The access to features offered to unauthorized users (service exposure on the official Parliament website) is controlled by overload protection of the service by one or more network nodes.

	The system must support encrypted communication channels as HTTPS, SSL, TLS.

	The e-Legislation will ensure the confidentiality of the transmitted data on the communication channels.

	The user actions are recorded in electronic logs.


Table 41. Requirements of the e-Legislation security architecture

[bookmark: _Toc26444043][bookmark: _Toc28001607]Authentication mechanism requirements

This section contains the requirements for an authentication mechanism that needs to be implemented within the e-Parliament. 
The following table contains all the requirements of the e-Legislation authentication mechanism.

	Min. Requirement

	The e-Legislation will allow access to its functions only after a successful identification of the user / administrator.
The e-Legislation will support at least the following authentication methods: based on ID and password or Windows authentication (Active Directory integration). 
The e-Legislation will allow users to change their individual passwords.

	The e-Legislation will allow users to register their account information (example: ID, password, name, surname, email, etc.). 

	The user passwords must be protected. The method of protecting passwords must ensure that they are not intercepted, seized or recovered.

	The e-Legislation will allow defining and implementing a set of rules for using passwords. The policies must allow setting conditions at least for: 
· complexity of password;
· mandatory password change;
· term of validity of the password;
· re-use of passwords;
· the number of Authentication attempts failed;
· dictionary for forbidden passwords.
The IT system will provide the user with timely information on the application of policies for using the passwords (for example, a password expiration message for N days).

	The e-Legislation will allow differentiated use of policies for using passwords for different user groups.

	The e-Legislation will allow you to block, disable or suspend user accounts at the application level.

	The e-Legislation can be integrated with the Parliament deployment service (Parliament uses the MS Active Directory solution). 
When creating a new user account, the e-Legislation will have the option of selecting from the list of available users in the directory service.

	The e-Legislation can be integrated with external services such as "ISP" (Identity Services Providers). For this purpose, open standards and protocols from the field will be used (for example: SAML). The authentication methods that need to be supported by including an external ISP are:
· ID and password;
· Certificate X.509;

	For mobile applications, access will be based on user access credentials and a unique key in the client application configuration. The communication with the system server will be encrypted.


Table 42. Requirements of the e-Legislation Authentication Mechanism

[bookmark: _Toc26444044][bookmark: _Toc28001608]Authorization mechanism requirements

This section contains the conditions for the authorization mechanism to be implemented within e-Parliament. The following table contains all the conditions of the e-Legislation authentication mechanism.

	Min. Requirement

	e-Legislation will allow granular management of access rights to all objects of the information system and possible actions (e.g.: business entities, properties of entities and business, electronic forms, menus, reports, create/view/update/remove).

	e-Legislation will allow the definition of user groups and roles within the system and assigning users and groups to these roles.

	e-Legislation will allow the granting of access rights to the user explicitly, group and role. A group of users will be able to contain several sub-groups/roles. A user can be assigned one or more groups and roles, its rights of access being determined on a cumulative basis.

	System security must extend to the documents. Access to documents specifications shall be controlled by security parameters.


[bookmark: _Toc26444045]Table 43. Requirements of the e-Legislation Authorization Mechanism

[bookmark: _Toc28001609]Requirements of the input/output data validation mechanism

This section contains the requirements for the validation mechanism of the incoming/outgoing data within the electronic forms provided by e-Parliament. The following table contains all the conditions of the mechanism for validation of the incoming/outgoing data from electronic forms provided by e-Parliament.


	Requirement

	All actions for changing critical and sensitive data within e-Legislation will be made through specialized forms and documents in accordance with the workflow for these categories of documents (for example, adding amendments to the bill, changing voting data, etc.).

	The e-Legislation will perform a complete and independent validation of data at the level of presentation, the level of business logic, level of data to ensure the completeness, completeness and accuracy of the data.

	The e-Legislation will have mechanisms for protecting additional privacy data (for example, display of masked data, encrypted data storage, user authentication, etc.).

	The e-Legislation will have appropriate mechanisms to prevent the manipulation of data stored in the application.


Table 44. Requirements for the Data Entry/Data Exit mechanism provided by the e-Parliament

[bookmark: _Toc26444046][bookmark: _Toc28001610]Requirements of managing exceptions and errors

This section contains the requirements of the mechanism for managing exceptions and errors within e-Parliament. The following table contains all the requirements of the mechanism for managing exceptions and errors provided by e-Parliament.

	Requirement

	The e-Legislation will centrally record all exceptions and errors generated by its components.

	When an error occurs, the e-Legislation will display a generic error message to the user. It may contain an error code and a unique identifier of the error to facilitate the engagement support.

	The e-Legislation will have the necessary tools for analyzing and processing the records of exceptions and errors.


Table 45. Requirements of managing mechanism on exceptions and errors of the e-Parliament


[bookmark: _Toc26444047][bookmark: _Toc28001611]e-Legislation implementation requirements

This chapter sets out the conditions relating to the phases and results of the e-Legislation implementation project. The purpose of these conditions is to ensure that the Bidder provides an IT solution that meets all specified specifications and that its proper functioning in the production environment will be confirmed to a reasonable degree of security.
The requirements of this chapter are mandatory. The bidder will specify for each of the conditions as to how it intends to secure its implementation (if the requirement relates to the planned arrangements after the signing of the agreement) or provide the requested information (if the requirement applies to the bidding phase). The bid must also contain relevant and sufficient information on the ability of the Bidder to fulfil the conditions set out in this chapter.
[bookmark: _Toc26444048][bookmark: _Toc28001612][bookmark: _Toc468828757]General requirements relating to the implementation of e-Parliament
This section contains general requirements for organizing and executing the implementation project of the e-Parliament.

	Requirement

	INSTALLATION AND IMPLEMENTATION
System should be installed and configured in following locations: 
a. Parliament of BIH, Sarajevo
b. Parliament of FBIH, Sarajevo
c. National Assembly of RS, Banja Luka
d. Assembly of BD, Brčko
System should be installed on existing equipment in Data Center 
Installed software should include licences for following number of users in the beneficiary institutions : 
a. Parliament BiH 240 users
b. Parliament FBiH 180 users
c. NA RS 140 users
d. Assembly BD 50 users
Offer should include licences for any required third-party software such as RDBMS, documents capture software, collaboration software or similar.

	The delivery and installation addresses are the following:
1. Parliament of BIH, Trg Bosne i Hercegovine 1, 71000 Sarajevo,BiH
2. Parliament of Federation of BIH, Hamdije Kreševljakovića br. 3, 71000 Sarajevo, BiH
3. National Assembly of RS, Vuka Karadžića br.2., 78000 Banja Luka, BiH
4. Assembly of Brčko District, Mladena Maglova, 2, 76100 Brčko distrikt, BiH


	Parliament chooses a strategy for implementing the e-Legislation in small steps, increasing the success of the project and facilitating the integration of e-Legislation in Parliament activities. The approach for organizing the preferred e-Legislation implementation project preferred by the Parliament is expected to provide:
· To produce tangible results after a short period of time after the start of the project. The production of new results will be transparent throughout the duration of the implementation project;
· The results produced, in particular the e-Parliament's functional capabilities, will be used by Parliament as they are being implemented;
· The transfer of knowledge and the establishment of the Parliament capabilities for the use, operation, maintenance and adaptation of e-Legislation will be done during the entire project for the implementation of the system.

	The bidder will describe in his offer the proposed approach in the organization of the e-Legislation implementation project. 

	The bidder's access to the organization of the e-Legislation implementation project must be independent of the implementation of other applications and components in the future application architecture of the Parliament.

	The approach proposed by the bidder must finally ensure that the key steps for implementing e-Legislation set in the reference conditions are met and produce the required results required by the reference conditions. 


[bookmark: _Toc26444049]           Table 46. General requirements for the implementation of e-Parliament
[bookmark: _Toc28001613]Requirements relating to project management
During the implementation of e-Legislation IT solutions, project management activities will produce a number of deliverables that will need to be coordinated and agreed by the Parliament and ensure the smooth execution of the project activities. 

[bookmark: _Toc26444050][bookmark: _Toc28001614]General requirements

The general requirements for organizing the framework for managing the e-Legislation implementation project are presented in the following table.

	Min. Requirement

	The supplier is responsible for managing the implementation project, in accordance with the project plan and the practices agreed with the Parliament.
The supplier is responsible for identifying and mobilizing the resources required to carry out the activities in its area of responsibility, as set out in the project management plan at the agreed level of quality.

	Parliament is responsible for all procedures and administrative aspects related to the start of the project, organizing an internal project team, preparing the ICT environment needed for the implementation of e-Parliament.

	The project will be managed using a well-known methodology or project management standard (for example: PMBoK PRINCE2, etc.).

	The bidder will include in his tender a draft project initiation document (PID / Project Charter). The document explicitly mentions at least the following:
· The organizational plan of project management, including: project director, project committee, members of the project team from the supplier, roles for the members of the project team from Parliament;
· For each role, the key tasks will be identified in the project;
· Practices applicable to interaction and collaboration within the project, including: project management, detailed project planning, resource management, communication plan, change management, risk management, quality management of deliveries, tracking progress and reporting, exception management, project library management.

	Parliament and the Supplier will designate a project manager who will need to lead project teams from the Parliament and the Supplier, respectively.

	The project manager on behalf of the Provider will have the necessary authority to carry out the project activities and will be primarily responsible for producing and presenting the results in accordance with the determined quality conditions and criteria.

	The supplier may designate one or more team leaders to facilitate the process of communication and collaboration with the Parliament team depending on the areas of competence.

	In case the Supplier is represented by an association or subcontracts another company to participate in the project, the roles and responsibilities of each member of the association/subcontractor will be clearly stated.

	The provider will demonstrate the maturity of the practices that apply to the implementation of e-Legislation by presenting the relevant certificates of compliance (e.g.: ISO 9001, ISO 20000, ISO 27001, etc.).



[bookmark: _Toc433817562][bookmark: _Toc492579491][bookmark: _Toc26444051]Table 47. General requirements for organizing a project for managing the implementation of e-Parliament
[bookmark: _Toc28001615]Tasks and Deliverables

All the deliverables shall be as well delivered in electronic form.

	Description

	Software Detailed Design Document, updated and complemented at the design stage of the System including the analysis documentation and requirements specification (business-process diagrams related to the business-processes and workflows, data flow diagrams, etc.) in a form needed either for an offered COTS configuration/upgrade or for a complete adjustment of the e-Legislation System. The Software Detailed Design document must include the following:
The System Architecture describing the models in UML language to include at least the following (with sufficient level of detail):
· Analysis Model, including:
· Requirements model and/or use case model;
· Domain Model, fully specifying the entities and the relations between them;
· Component Model, including narrative description of all components, the links between them and integration interfaces with other systems/external components; 
· Logical Model;
· Deployment Model, including narrative description of all nodes and the links between them. This model will also contain the precise specifications of equipment and operation environments for the operation of the System at normal parameters, as well as specifications for a minimal configuration;
· Dynamic Model including diagrams and narrative description of the states and transitions of the key entities;
· Hardware Specification needed for the System


	Software installation package (including third instruments and libraries, where applicable);

	System installation and configuration guidelines (to include at least how to install the application, what the hardware and software requirements are, platform description and configuration, application configuration, disaster recovery procedures);

	Guidelines for users and administrators (in official languages);

	Software licenses (where applicable);

	Documentation of APIs used for integration with other IT systems, if any; 

	Functional, performance and security testing reports;

	Full package of unit tests;

	Support period for at least 12 months;
· Patching of security flaws (at application level);
· Fixing of defects;
· Investigation of errors detected during system operation;
· Regular delivery of maintenance and support reports.


[bookmark: _Toc433817561][bookmark: _Toc492579490]
[bookmark: _Toc26444052][bookmark: _Toc28001616]Training of users

	Training and Training materials

	The Contractor will prepare the detailed training programme including the training materials for training of the target groups. 
The programme and training materials shall be approved by the Parliament before commencement of the training. Training materials used during training sessions shall be prepared in official languages, printed and filed.

	The Contractor shall prepare, print and deliver training materials in form of manuals for each target group, persons attended on the training. Format and number of the copies shall be coordinated with the Beneficiary.

	The curriculum for IT Technical Staff group will contain the entire set of components and controls used for the configuration of the system, containing theoretical and lab lessons. The final exam shall be conducted after the trainees will implement an individual task of configuration of the system to be ready for the new admission session (simple but covering main components and functions). 
Examination shall be performed in presence of the Project manager and relevant approval shall be obtained before issuance the certificates.

	User and administrators training

End-user training and transfer of know-how shall be provided to all system users. Additionally, the involvement of beneficiary staff in the processes of discussions and thinking through of system design, system building, functionality testing, and similar, has to be ensured.
The trainings shall be organized as a “train the trainer” courses, where trainees shall be provided with basic training skills and all necessary knowledge for the training of future system users.
The estimated number of users requiring training and the related estimated minimum number of training hours for different user groups are as follows:
· System administrators; Number of users:8; Number of hours:40
· System developers: Number of users: 6; Number of hours: 40
· eParliament users; Number of users: 500; Number of hours:24
· Trainers for the new users; Number of users: max 40; Number of hours:16

General requirements related to trainings are:

1. The training provider’s instructors should have a substantial and proven experience in their respective fields. 
1. All trainings must be conducted in one of the BiH official languages.
1. All training materials must be in one of the BiH official languages.
Detailed training plan should be developed during the initial phase of the project
Trainings will take place at the beneficiary locations as defined in the table “1. Training”, presented in Technical specification, Annex II of the Tender dossier.


	The curriculum for IT Technical Staff Group shall contain description of administration tools provided by the System.



[bookmark: _Toc492579487][bookmark: _Toc26444053][bookmark: _Toc28001617]Hardware Specifications
The Bidder will have to specify in his technical proposal the detailed maximum specification of the hardware resources needed for the functioning of the proposed IT solution for the e-Legislation System. Also, the Bidder shall provide detailed specification of needed client hardware (e.g. Tablets, PCs, Displays, other devices, if needed). 
The project does not include the procurement of any hardware for hosting the software solution. 

[bookmark: _Toc26444054][bookmark: _Toc28001618]Maintenance and support services requirements

The purpose of the support and maintenance services in the post-implementation of e-Legislation is to provide the Parliament with the following goals:
· The functionality provided by the system will be matched in time with the changing business needs of Parliament;
· The incidents and problems that arise when using the e-Legislation information system will be addressed and resolved in a timely manner with minimal impact on the Parliament activity;
· The difficulties in the work of e-Legislation can be overcome correctly and timely, without affecting the functioning of the IT system.
To achieve these goals, the Support and maintenance services should be provided by the Supplier in accordance with the conditions set forth in this questionnaire.
The Supplier must describe the activities it will implement to meet these requirements by providing sufficient information on how to provide the required services to the required level, as well as information on its technical, organizational and competence capabilities, the ability to present it the required level.
Parliament expects the bid of support and maintenance services after implementation to be based on best practices in project management and TI service management (e.g.: ISO 20000, ITIL, etc.).
[bookmark: _Toc26444055][bookmark: _Toc28001619]General requirements of maintenance and support services in post-implementation
This section contains the general requirements for maintaining and supporting post-implementation of the e-Parliament. The following table contains all the general requirements for maintaining and supporting post-implementation of the e-Parliament.

	Requirement

	As a part of the initial agreement for delivery and implementation of e-Parliament, the supplier shall provide a maintenance services and support for applications for computer systems provided for a period of 12 months from the date of final acceptance of the IT system.

	The cost of the initial agreement for the development and implementation of e-Legislation will include all support and maintenance services after implementation, with the exception of development services.

	The cost of the initial agreement for the development and implementation of e-Legislation will also include providing by the supplier, at the request of the recipient, а development services as defined in these Reference requirements. 

	Any errors in the work of e-Parliament, discovered during the post-implementation period of 12 months, will be removed to the supplier's account (these activities will not be considered development activities).

	After one year of maintenance and support in post-implementation, Parliament may request continuation of service delivery.
The supplier is obliged to accept the subsequent provision of the services for the period requested by the user, under the conditions arising from these Reference requirements and the supplier's offer (for example, the level of service, the cost of the services, etc.).


[bookmark: _Toc26444056]Table 48. General requirements of maintenance and support
[bookmark: _Toc28001620]Specification of support and maintenance services in post-implementation
This point identifies the types of support and maintenance after the implementation. Any further reference to these terms will have the meaning set forth in this point. The conditions of the Parliament for each type of service are also determined.
[bookmark: _Toc26444057][bookmark: _Toc28001621]Support services for the e-Legislation computer system 

The Supplier provides support services to overcome the incidents arising from the exploitation of the e-Legislation IT system in order to solve problems identified during the operation of e-Legislation and for the proper and efficient use of e-Legislation by the Parliament.
The incident e-Legislation is any event that affects or can affect the normal functioning of the computer system. An e-Legislation problem is the reason that led or could lead to an incident.
A request for consultation is a Parliament addressed to the Supplier to receive advisory support for the use, configuration and maintenance of the e-Legislation computer system.
The support services are designed to ensure that e-Legislation is used on time for Parliament quality parameters. The quality parameters for system operation are:
· Availability - the ability of the computer system and its components to receive questions from authorized entities and immediately respond to these questions;
· Usability - the ability of the IT system to function properly, delivering to the users and licensed entities the expected services;
· Performance - the ability of the computer system to respond to legitimate issues in accordance with the established parameters;
· Security - the ability of the IT system to ensure the confidentiality, integrity and availability of stored and managed data.
This section sets the terms for support services using the above terminology. The following table contains the terms of the support services that the supplier must provide during the post-implementation period.

	Requirement

	[bookmark: OLE_LINK5][bookmark: OLE_LINK6]The supplier shall provide Parliament support and management for addressing incidents involving e-Parliament, regarding of the reasons for the incident (e.g. application errors, system software issues, external application issues).
For this purpose, depending on the specificity of each individual case, the supplier may undertake the following activities:
· receiving information from the Parliament for the incident and the context of its occurrence;
· locating the incident and identifying immediate actions to be taken to mitigate the impact of the incident;
· identifying the causes of the incident and determining what needs to be done to eliminate the incident;
· directing the Parliament to undertake activities to mitigate the impact of the incident and resolve it within the set deadline;
· submission of detailed information to the Parliament on the causes of the incident, the rationality of the undertaken actions and the planned activities for preventing the repetition of similar incidents;
· examining the need to register a new e-Legislation issue (if the problem is registered, the supplier will deal with it in accordance with the requirements of the support services).

	The supplier shall provide support and management services for problem-level troubleshooting. For this purpose, depending on the specificity of each individual case, the supplier may undertake the following activities:
· receiving and collecting information related to the problem, symptoms, effects, specific conditions;
· analysing and locating the problem in the e-Legislation components, identifying the interdependencies that contribute to the manifestation of the problem or are affected by the problem;
· identify interim solutions to mitigate the effects of the problem and guide Parliaments for their implementation;
· identifying solutions to the problem, regularly communicating with Parliament about the progress made to identify solutions;
· if the solutions are related to the level-of-application configurations, Parliament guidelines will be implemented for their implementation;
· if the solutions include changes to the e-Legislation program code, they will be managed by the supplier and will be implemented within the Maintenance Services within the set deadline.

	The supplier shall provide advisory services to support the use of e-Legislation by Parliament. For this purpose, depending on the specific needs of the Parliament consultants, the supplier can undertake the following activities:
· receiving on request from the Parliament for advice and information related to the context in which consultation is sought;
· identification of solutions and verification of them in testing environments for the Supplier;
· providing full and precise answers on how the Parliament should work on the e-Parliament's exploitation in accordance with the request for consultation.


[bookmark: _Toc26444058]Table 49. Requirements of e-Legislation Support Services
[bookmark: _Toc28001622]Support services – Service level
The parameters that characterize the level of support services are the following:
· Response Time (RT) - is the time in which the supplier responds to a support request, will diagnose the situation and determine the actions to be taken to resolve;
· Settlement Time (ST) - is the real time in which the supplier is expected to take action in his area of responsibility to fully respond to the request of the Parliament.
Parliament requests for support and maintenance services after implementation are ranked in terms of their importance for Parliament. The importance of Parliament is appreciated depending on the impact (product or probability) of the event that caused the need to ask for the quality parameters for the e-Legislation operation.
The following table shows the requirements for Parliament according to their importance.
Classification of the importance of requests to support Parliament

	Classification
	Impact on the quality parameters for the operation of the application

	Critical
	Availability: The computer system is not available for all or for most users. Important transactions are required to be made as soon as possible.
Usability: key business functions cannot be used. There are no alternative procedures and functionalities.
Performance: the response time of user issues makes the computer system virtually unavailable.
Security: there are great risks for compromising confidentiality, integrity or availability of data.

	High
	Availability: the computer system is not available for many users. Significant transactions and operations should be performed in a period of the next 24 hours.
Usability: key business functions can be used limited.
Performance: The response time of customer issues affects a significant degree of deployment of key business processes.
Security: there are great risks for compromising confidentiality, integrity or availability of data.

	Usual
	Availability: the computer system is not available for some users. There are transactions and operations that need to be performed in the next three days.
Usability: the business functionality of the system can be limited.
Performance: the response time of user issues moderately affects business processes.
Security: there are risks of compromising confidentiality, integrity or availability of data.

	Low
	Availability: the computer system is not available for a limited number of users. There are no transactions and operations to be performed within a maximum of three days.
Usability: the business functionality of the IT system is insignificantly disturbed. There are alternative procedures and functionalities.
Performance: the user response time is higher than usual. Business processes are not affected.
Security: there are lesser risks for compromising confidentiality, integrity or availability of data.



When placing a request for support and maintenance services after implementation, the Parliament determines the classification of the request. Parliament will provide brief information for explaining the classification. Parliament will be able to reclassify the set requirements, depending on the changes in the context of the requests.
· The supplier will provide support services on weekdays in accordance with the legislation of the Bosnia and Hercegovina, within the time frame from 08:00 to 18:00.
· The level of support services provided by the supplier must meet the requirements set out in the following table

	Classification of the request set by Parliament
	Remote Response Time (RT)
	Settlement Time (ST)

	Critical
	8 hour 
	1 day

	Normal
	24h
	3 days

	Low
	3 days
	The best effort *


Table 50. Service level for support of Parliament


* The provider will make every effort to resolve the service request as soon as possible with normal operation. The deadline for resolving the request will be communicated and accepted by the Parliament. The subsequent changes in the time limit are permitted only with Parliament acceptance.
[bookmark: _Toc26444059][bookmark: _Toc28001623]Maintenance services

The parameters characterizing the level of maintenance services provided by the Supplier during the e-Legislation post implementation period are described in the following table.

	Requirement

	The supplier will apply a policy to minimize the frequency of issuing updates at the application level. The policy applied by the supplier will allow Parliament to apply the new monthly updates. An exception may be upgrades in order to remove critical and security issues at e-Legislation level.

	In order to maintain e-Legislation in a functional situation, the Supplier may perform maintenance work on information components related to IT. The type of maintenance work and the Supplier's obligations regarding their coordination with the Parliament, their period and duration are given in the following table:

	Type of maintenance work
	Notification to the user
	Period and duration of works

	Current maintenance work
	5 days in advance.
	They are performed outside the guaranteed availability period for the e-Parliament. Duration of these things will not exceed 8 hours.

	Great maintenance work
	10 days in advance.
	They are performed outside the guaranteed availability period for the e-Parliament. The duration of such work must not exceed 24 hours.

	Emergency maintenance work
	With the notification as soon as the need for their initiation arose.
	They can be made at any time. Their duration will not exceed 4 hours.


 

	All defined Maintenance services above will have to be delivered as part of the warranty services and have to be included in the overall price of the solution, as a part of the total price of the contract.


Table 51. Requirements of service for e-Legislation maintenance during post-implementation
[bookmark: _Toc498343036][bookmark: _Toc28001624]Integration with the existing systems

The new eLegislation system must be able to provide platform based on open source web service APIs (Application Programming Interface) which will enable data exchange with other systems currently in use in the BiH parliaments by:
1. Information system for the Register Office 
2. Information system that supports the analytic reporting eZak
3. eSession system
4. Internet Web Portal
5. Intranet Web Portal

The new system should enable two-way exchange of data using standard protocols, where the data means document contents as well as any metadata accompanying the document in the ECM system. 

Development of integration features of above system currently in use in the BiH parliaments are not part of this procurement procedure.
1
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